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Abstract— TCP/IP protocol is an industry standard model used to deal with networking problems. It is an adaptable 

customer server design that enables customers to be included without disturbing current administration services. In this 

paper, client-server model is presented. Android (client) and LINUX (server) uses socket programming to bind them in a 

network and TCP/IP for communication. Communication can be text communication from server to client and vice-versa 

or data communication from server to client. For wireless connection, hotspot of client (android device) is used, through 

which server connects. The client- server model is used for a medical device, where a Client sends request to Linux processor 

for data acquisition from sensors. The acquired data from sensor (like ECG signals) is processed and sent to client.  Data 

can be a single image or multiple images, text files, etc. Since this model uses simple hotspot of client device for connection 

and not external gateways or routers, so hardware is reduced. 
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I. INTRODUCTION 

Ethernet technology obtained fast development because of its low price and high degree of flexibility. It is not only widely 

used in the business office area, but also used in a dominant position of the upper network communication market in 

commercial computer network communications and industrial control systems. Its application in embedded devices is 

becoming wider and wider and its market share is getting higher and higher. Ethernet data transmission protocols include two 

main types: one is TCP/IP Protocol, the other is UDP Protocol. TCP / IP provides reliable data transmission in the IP 

environment, efficient flow control, full-duplex operation, multiplexed services. TCP/IP is connection-oriented, used to 

transfer large amount of data, with high reliability requirements of the application; UDP is connectionless-oriented, unreliable, 

used to transmit small amounts of data (packet mode) [1-4]. Therefore, TCP / IP protocol is used in proposed model. 

Only a limited number of Ethernet protocols are suitable for integration in real-time interactive applications. Most of these 

protocols are not designed for real-time and reliability, but reachability is good for all of them since they all provide one or 

more ways to traverse through firewalls. The messages in these protocols are quite large because they are text-based, 

especially SIMPLE and XMPP. The request based mechanisms like web-services require higher bandwidth and processing 

time and double that with the required return messages [5]. 

Socket: A socket is a termination of a two-way communication link between two different programs running on same 

network. An endpoint is defined as a combination of an IP address and a port number. TCP layer identifies the application 

where data is to be sent using the port number with which socket is bound.  

The purpose of the proposed scheme is to build a client-server model. This model is used in healthcare systems, where 

processor and sensors are controlled from mobile devices such as android phones, tablets, etc. The model thus developed, 

with some modifications, can also be used in general purpose applications, where data/file exchange between Linux and 

android is a primary goal. 

The overview of the paper is as follows: Section II represent proposed scheme, section III explain the working of proposed-

model with the help of flow charts, section IV provides the outcomes of the model and section V concludes the proposed 

scheme. 

 

II. PROPOSED SCHEME  

The purpose of this scheme is to establish a communication between server (on Linux system) and client (on Android device). 

Here the proposed scheme implements a client-server model. Since TCP provides reliable data transmission, efficient flow 

control and full-duplex operation, it is used for transferring large amounts of data. Due to high reliability requirements of the 

application, this proposed model uses TCP for message or data transmission. Fig 1 and Fig 2 shows the block diagram of 

proposed scheme. Fig 1 shows block diagram for client-server text communication and Fig 2 shows block diagram for client-

server data communication.  
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Fig1: Client-Server Text Communication                             Fig2: Client-Server Data Communication 

In proposed scheme, the client-side have a user friendly GUI. The GUI is built using Android Studio, an IDE by Google for 

Android OS, server runs on Terminal of Linux system. The message is sent or received in the form of bytes. The large data 

is first compressed and then sent to client, in the form bytes. At the client side, data is received and stored in device memory. 

As the data is in compressed from, it is first uncompressed and then stored in device memory of android device. On start of 

android application, hotspot also turns on and server is allowed to connect to it. After the connection is established, socket 

program runs at server-side that binds server to its own IP and server act as ‘Host’. Now, the server is ready to accept the 

request from client for connection. Client sends request to server and after successful connection, communication between 

client and server starts. 

Features: 

- Text Communication: Server and Client communicate with each other via a text message. 

- Data Communication: Server sends data to client on its request. 

    

III. METHODOLOGY 

Both client and server are programmed in two different programming languages, that are Java and Python respectively, but 

both uses the concept of socket programming to build up the connection. 

1. Server-side Program Flow: 

Server program is actualized on Ubuntu, using Python. Ubuntu is a free and open-source Linux dispersion dependent on 

Debian. Python stresses on code intelligibility. Python includes a dynamic kind of framework. It bolsters different 

programming ideal models including object-arranged, basic, utilitarian and procedural, and has an extensive and complete 

standard library.  

Fig 3 shows a flow chart for server side program. Initially server connects to client’s Hot-Spot. The server, using socket 

function and bind function, server binds itself to device IP address, and acts as a ‘host’. Host uses listen and accept functions 

to listen to client’s request and to bind a connection with the client. After successful connection, receive and send functions 

are used for data/text transferring. Once the data/text transfer is over, close socket function is used to end socket connection 

and to release the resource allocated for socket. After the execution of close socket function, server again uses listen 

function to listen to another request from client, and the above process is repeated again. 

 

2. Client-side Program Flow: 

Client program is actualized on Android OS using Android Studio. Android Studio is IDE for Google's Android OS. It is 

designed for android development.  

Fig 4 shows a flow chart for client side program. As soon as android application starts, Hot-Spot is created. On clicking 

the button, a new thread starts, having network related functions. Thread uses socket function, IP address and port of host, 

and sends request to server. After the connection establishment, send or receive function is used data/text transfer. In the 

end the close socket function is used to end current communication. For new connection, client needs to send another 

request to server and this process continues.  
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       Fig3: Server-side Program Flow                                           Fig4: Client-side Program Flow 

IV. RESULTS  

Fig 5 shows, server is bound to its IP address and it is ready to accept the client’s request and Fig 6 shows, IP address and 

port of connected client. The screenshots ensures the connection establishment between client and server. 

 

     

  Fig 5: Server is ready to accept client’s request                    Fig 6: Client is connected to Server     

Fig 7 and Fig 8 are screenshot taken at Client side. Fig 7 shows client GUI with button. Button on GUI is used to request 

server. Fig 8 shows a message on GUI, this message appears on GUI when button is clicked. 

  

 Fig 7: Client-side GUI     Fig 8: Client send request to Server 
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Fig 9 is a snapshot taken at server side, displaying the client’s message. Fig 9 and Fig 10 are screenshots of client device. 

Fig 10 shows, 12 lead ECG images displayed on GUI and Fig 11 shows, ECG images are stored in storage directory. Fig 9, 

Fig 10 and Fig 11 shows that the data sent from server is received and stored by the client, and stored data is displayed on 

GUI.  

 

Fig 9: Client message and data sending to Client 

 

 

Fig 10: Data (12 lead ECG images) received at Client and displayed on GUI 

 

 

Fig 11: Data stored in Client’s android device memory  
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V. CONCLUSION 

The proposed scheme which is based on TCP/IP protocol and socket connection is used to implement a typical client/server 

model. Python socket programming technique is used at server-side and Java socket programming technique is used at client-

side to design a message or data transmission system. The connection is established using client’s android device Hot-Spot, 

which reduces the external hardware like routers and hence this model reduces the cost of communication. The results 

demonstrates the successful transmission of message and data and along with the successful transmission, the data is stored 

in client’s android device memory. This proposed scheme solves the problem of message or data transmission between the 

Linux and Android device (or android application). 
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