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ABSTRACT                                                                                                     
Cryptography is a study of secret messages in which mathematics plays a vital role to encrypt and decrypt 

data. This paper aim is to encrypt and decrypt a message by a new mathematical method Laplace-Mahgoub 

transform. 
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1. INTRODUCTION: 

         Cryptography is an art of secure transfer of messages in the presence of third party. The name 

cryptography was arise from the Greek “kryptos” meaning “hidden” and “graphein” meaning “to write”. 

Julius Caesar was the first known use of modern cipher (100BC to 44BC) to communicate with his governors 

and officers. He created the system in which each character in his message was replaced by a character of 

three positions ahead in Roman alphabet. Cryptography plays a major role in transfer of sensitive 

information and has proved success in war and business. In our country, we are facing various types of 

crimes. So, it is very important to secure  

 Internet 

 Computer passwords 

 Mobile communications 

 Transfer of important files 

 Security of ATM cards etc. 

 

There are three types of cryptographic technique used in general 

 Symmetric-key cryptography 

 Asymmetric-key cryptography 

 Hash functions 

In symmetric key cryptography the sender and the receiver uses the same key. 

In asymmetric key cryptography two keys are used public and private key. Public key known to everyone 

while the private key is kept secret. 

No key is used in hash function algorithm. It is used in many operating systems to encrypt passwords.  

          In this paper, we introduced a new mathematical method of Laplace-Mahgoub transform. Thus for 

encrypting the message or plaintext we used Laplace-Mahgoub transform and inverse Laplace-Mahgoub 

transform for decryption. 
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2. DEFINITION: 

2.1 LAPLACE TRANSFORM         A function 

𝑓(𝑡) is defined for all positive values of t, then the Laplace transform 𝑓(𝑡) is given by,   

              

          

 



0

)()()}({ dttfesFtfL st
                                                              (1.1) 

The parameter “s” is real or complex number. 

2.2 MAHGOUB TRANSFORM            The 

Mahgoub transform is given by the integral  
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2.3 SOME RESULTS FOR LAPLACE AND MAHGOUB TRANSFORM 
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3. MAIN RESULT: 

3.1 SYMMETRIC-KEY CRYPTOGRAPHY: 

3.1.1 ENCRYPTION: 

                     We consider the expansion 
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We allocate the values ‘a to z’ as ‘0-25’ and space=26.  Suppose that “mail me” is the given message, convert 

it into code as 

C0 =m=12                      C1=a=0                                                                            C2 =i=8                          

C3 =l=11                                                                                                          C4 =space=26                C5 

=m=12                                                                                                                         C6 =e=14 

Take the function, rtmCmtf i sinh),( 2 
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Taking Laplace-Mahgoub transform both sides, 

http://www.jetir.org/


© 2019 JETIR April 2019, Volume 6, Issue 4                                                                www.jetir.org  (ISSN-2349-5162) 

JETIR1904K95 Journal of Emerging Technologies and Innovative Research (JETIR) www.jetir.org 663 
 

 
 


0 0

)( ),(),()],([ dtdmmtfevvsFmtFLM vmst

 

             

2
0

12

0

2

0 0

12

0 0 0

12
2)(

!2
.

)!12(

)(
),(

.
)!12(

)(
),(

)!12(

)(
),(

vi

rt
CLvsF

dmmevdt
i

rt
CevsF

dtdm
i

rt
mCevvsF

i

i

i

vm

i

i

i

st

i

i

i

vmst




















 

  











 






  






                     Take r=4 

                Thus,

 
H0=96                          H4=13631488                                                           H1=0                     

       H5=100663296                                                                                H2=16384                    

H6=1879048192                                                                         H3=360448               

The above series quotient and remainder term is given by qn and Cn ̍ for n=0,1,2,…. 

                                               Hn=27qn+Cn ̍ 

q0=3                               q4=504869                                            q1=0      

                q5=3728270                         q2=606                  

q6=69594377        q3=13349           

So, the code changes to 

 

C0=15                                 C4=25                                                                                               C1=0                                   

C5=6                                                                                               C2=22                                 C6=13                                                                                                

C3=25       

Put the values calculated 
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Hence the message “mail me” is converted into “pawzzgn”. 

THEOREM 1.1:                     

  The plaintext “Cn” for n=0,1,2,….. is transferred to cipher text “Cn  ̍” with the keys qn for n=0,1,2,….  

By using Laplace-Mahgoub transform.                          The function which we 

take 

rtmCmtf n sinh),( 2     where   Cn=Hn-27qn    for n=0,1,2….    and    n
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3.1.2 DECRYPTION: 

We received a message “pawzzgn” which is equivalent to  

                             15   0   22   25   25   6   13 

  











 





14121086422

0
222

187904819210066329613631488360448163840961
),(

1
),(

sssssssv
vsF

s

H

v
vsF

n
n

n

 

Take inverse Laplace-Mahgoub transform then the above equation becomes 
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Hence the message changes the cipher text “pawzzgn” to the plain text “mail me”. 

THEOREM 1.2:            

   The cipher text “ Cn ̍ “ for n=0,1,2,…… is changed into the plaintext “ Cn “ with the keys Hn for 

n=0,1,2,….. by using inverse Laplace-Mahgoub transform. 
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vsf            where, Hn=Cn+27qn            for n=0,1,2,3……. 

3.2 ASYMMETRIC-KEY CRYPTOGRAPHY:                                                3.2.1 

ENCRYPTION: 

            From the above example, by applying Laplace-Mahgoub transform the plaintext “mail me” is 

converted into the cipher text “pawzzgn” with the key  

q0=3                               q4=504869                                            q1=0      

                q5=3728270                         q2=606                  

q6=69594377        q3=13349           

in asymmetric key cryptography, now the sender changes this key into public key by  

    Pn=qn+3 

Thus the plaintext “mail me” is changed to the cipher text “pawzzgn” with the public key  

P0=7                              P4=504872                         P1=3                    

P5=3728273              P2=609                     P6=69594380 

               P3=13352       
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3.2.2 DECRYPTION: 

We received a cipher text “pawzzgn” and public key 

P0=7                              P4=504872                         P1=3                    

P5=3728273              P2=609                     P6=69594380 

               P3=13352       

Now the receiver uses the key 

    qn=Pn-3 

Thus, we have 

q0=3                               q4=504869                                            q1=0      

                q5=3728270                         q2=606                  

q6=69594377               q3=13349           

By applying inverse Laplace-Mahgoub transform the cipher text is converted into the plaintext “mail me”. 

 

4. ILLUSTRATIVE EXAMPLES:         suppose that 

the original message is “mail me”. Using the result we can convert it to   

 ‘va iqml’    for r=2 

 ‘saaaaaa’    for r=3 

 ‘maxlcvf’    for r=5 

 ‘jaaaaaa’     for r=6    

5. CONCLUSION:           In today’s 

world cryptography is one of major defense against hackers. In the proposed work, a new cryptography 

scheme was introduced using Laplace-Mahgoub transform and the number of multiples of mod ‘n’ is used as 

the key. Therefore, it is very difficult for an eyedropper to trace the key by any attack.  
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