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Abstract 

The main purpose of this project is big data can be securely store and process this data in multiple cloud. The next goal 

is to ensure an efficient selection of trustworthiness cloud provider who eventually will guarantee high QoCS and fulfils key Big 

Data workflow requirements. This model is Cloud Computing, and among its main featureshas to stress its elasticity in the use of 

computing resources and space, less effort, and flexible costs. In this Intelligent Multi-dimensional trust model the security of 

cloud services can be easily measured. It provides the trust between the cloud service provider and user. The Security Strength of 

the particular cloud services can be measured for processing the big data on cloud. The Big data processing which include the 

process of Data selection, loading, storing, viewing, data preprocessing, test data quality, feature extraction, data analysis and 

quality evaluation. 
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Introduction 

An Intelligent multi-dimensional trust model for Big Data workflow processing over different clouds. It ensures the 

trustworthiness of cloud providers based on: the most up-todate cloud resource capabilities, the reputation evidence measured by 

neighbouring users and a recorded personal history of experiences with the cloud provider. 

Big Data requires processing, analysis and storage. Big Data is not only defined by size, it is also characterized by multi 

V’s; volume, variety, velocity, veracity, validity, volatility. These special characteristics of Big Data introduce several 

challenges, such as data collection and integration problems, due to the data being distributed across diverse geographical 

locations. Moreover, the management, processing and storage of Big Data also present significant challenges considering the 

enormous volume and heterogeneous nature of the datasets, and traditional processing platforms are unable to efficiently handle 

such massively heterogeneous data volumes. 

Selecting the best cloud provider among this competing pool of cloud providers to store and process Big data is a 

challenging process. It is difficult for service consumers to decide which cloud provider to use as he/she may lack knowledge 

about whether the available cloud resource capabilities can handle Big Data tasks while satisfying a set of QoCS (Quality of 

Cloud Service) requirements. 

 

A multi-dimensional trust model to evaluate the services of cloud providers based on:  

1) The client’s QoCS requirements,  

2) The provider’s current resources availability,  

3) The historical records of his/her previous communications with the cloud service providers 

4) The community members trust score evaluation based on their own historical records of previous communication 

with the cloud service providers. 

A comprehensive and multi-dimensional trust evaluation model to address these challenges and guarantee proven QoCS. 

Our solution uses a weighted average of three cloud selection strategies: current cloud characteristics, reputation and supported 

historical communications. Additionally, our trust model supports multiple crucial functional and nonfunctional requirements that 

guarantee reliable trust evaluation. 

 

System Analysis 

Proposed System  

To overcome the security problems that are occurred in the existing system and effectively process the data over the 

cloud we introduce this system. It will provide better quality evaluation report based on the overall process of the big data. 

Advantages 

 Low Computational Cost. 
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 Increase the accuracy of the result. 

 The data’s are highly secured through the processing. 

 

Architecture Diagram 

 

 

 

 

 

 

 
 

 

Use Case Diagram 
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Flow Diagram 
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Modules 

 Cloud and User Login 

 Quality of Service Evaluation and Built a Trust Model 

 Data Selection and Loading 

 Data Preprocessing 

 Test Data Quality 

 Feature Extraction 

 Data Analysis 

 Data Visualization 

 

Cloud and User Login 

The user can login with their username and password if it is a new user, the user have to be registered before login. The 

user can choose the type of cloud services they want and send a request to the cloud service provider. The cloud service provider 

will login to their account, view the user request, built a trust model and send a response for processing the big data over 

competing cloud. 

 

Quality of Service Evaluation and Built a Trust Model 

It evaluates the trustworthiness of cloud providers.Building Trust model guarantee high QoCS and fulfils key Big Data 

workflow requirements 

 

Data Selection and Loading 

Data extraction techniques are part of the business intelligence domain and apply specific algorithms to discover hidden 

patterns and relationships in large data sets. In this module, the dataset is loaded for processing the big data.  

Data Pre-Processing 

Data preprocessing is the process of data cleaning and filtering activities to remove unwanted and noisy data. 

Initial step of this process is data pre-processing. The data is pre-processed to remove the unwanted data. 

 

Test Data Quality 

Assessment activities of a set of data quality attributes including data accuracy completeness and consistency. 

Feature Extraction 

Extract relevant features from the dataset for analyze.Feature extraction is the process of transforming the  dataset  into a 

set of features which can very well represent the input data.  

Data Analysis 

Some techniques are applied to dataset in order to extract the meaningful information. It support the decision making. 

The Naïve Bayes Classification algorithm is used to classify the normal and abnormal person.  

Data Visualization 

Some techniques are applied to dataset in order to extract the meaningful information. It support the decision making. 

Visualization task generates reports based on the overall process. 

Future Enhancement 

Data Classification based on Security: A cloud computing data centre can store data from various users. To 

provide the security level based on the importance of data, classification of data can be done. This classification 

scheme should be various aspects like access frequency, update frequency and access by various entities etc. based on 

the type of data. Once the data is classified and tagged, then security level  associated with this specific tagged data 

element can be applied. Security level  includes confidentiality, encryption, integrity and storage etc. that are selected 

based on the type of data. 

Conclusion 

This project ensure an efficient selection of trustworthiness cloud provider who eventually will guarantee 

high QoCS and fulfils key Big Data workflow requirements. It will provide better data analysis report. 

 

 

Screenshots 
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