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Abstract 

Visual cryptography is a  technique to hide the data by using encryption and decryption method. Visual Cryptography is a  

cryptographic techinque which allows visual information(picture, text ,etc.) to be encrypted in such a way that the decryption  can 

be  performed by human visual system It is a kind of secret sharing scheme where the secret is in the  form of an image. It is split 

into random shares and distributed to the participants. These random shares individually don’t reveal any information of the secret 

image. This reduces the quality of the recovered image Pixel expansion increases the size of the shares and  creates inconvenience 

for the participants while carrying the shares.  secret image and the visible image are first converted to halftone image using Halftone 

error diffusion method. visual cryptography, the secret share images are transformed into meaningful shares. 
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INTRODUCTION: 

Visual cryptography is a cryptography technique which allows visual information to be encrypted in such a way that the decrypted 

information appears as a visual image.  Each share was printed on a separate transparency, and decryption was performed by 

overlaying the shares. The shares appear random and contain no decipherable information about the underlying secret image, 

however if any 2 of the shares are stacked on top of one another the secret image becomes decipherable by the human eye. Sharing 

a secret with an arbitrary number of people N such that at least 2 of them are required to decode the secret is one form of the visual 

secret sharing scheme presented by moni naor and adoar Shamir in 1994[1]. In this scheme we have a secret image which is encoded 

into N shares printed on transparencies [1]. Every pixel from the secret image is encoded into multiple subpixels in each share image 

using a matrix to determine the color of the pixels. Previous efforts in visual cryptography were restricted to binary images which 

is insufficient in real time applications. 

The secret shares as well as the recovered image will be m times larger than the secret image [3]. This reduces the quality of the 

recovered image Pixel expansion increases the size of the shares and creates inconvenience for the participants while carrying the 

shares. Many algorithm of  visual cryptography  were proposed to overcome this practical problems. There are certain method used 

to improve the visual quality of the image . while processing a digital image, the most convenient, the most convenient color model 

used is the grayscale model. There are several algorithms approximating this transformation, but none of them can be truly perfect, 

since those colors are simply out of the target device's capabilities. This is why identifying the colors in an image which are out of 

gamut in the target color space as soon as possible during processing is critical for the quality of the final product. Grayscale  image 

is used carry an intensity information is one in which the value of each pixel is a single sample .grayscale image can be the result of 

measuring the intensity at each  pixel according to the particular weighted combination of frequencies. 

2. GAMMUT MAPPING. 

The gamut mapping is used to improve the quality of the image. The modification process is said to gamut mapping. So in a local 

block, the dynamic range is  halved  , for each  pixel is zero.The gamut of reflective colors in nature has a similar, though more 

rounded, shape. To ensure  a good correspondence of overall color appearance between  the original  and reproduction by 

compensating for mismatch in the size ,shape and location .it is used to preserve the axis of the image and aim it to produce maximum 

of the contract of the same quality .it is used to increase the saturation is preferred. Depending upon the parameter ,setting different 

type of information can be used to estimate the illuminant. the goal is to transformation that minimize negative visual effect. to 

minimize or to maximize the color that depend upon apply. Various gamut mapping algorithm are used among that specifically SIG-

LIN is used in this , to specify the quality of the image used. 
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3.QUANTIZATION 
Quantization , involved in image processing is an low compression technique achieved by compressing a range of value to a single 

quantum values. When the number of discrete symbols given in a  stream is reduced. 

4.DIGITAL HALFTONING 

It is similar  to halftoning in which is an image is decomposed into  grid of halftone cell. There are three types of the digital halftones 

cell . there are patterning dithering ,error diffusion error diffusion is a type of halftoning in which the quantization  residual is 

distributed to various operation like dithering etc. in this the current pixel is used to compare with to half –gray value.  

5.VC ENCRYPTION 

Vc encryption is a techinque used to generate share s1,s2….sn. it is used to generate  share x number of share. large number of pixel 

of an image cannot be visible. In an image visual pixel cannot be visible . 

 
6.PROBABILISTIC SIZE INVARIANT VISUAL SECRET SHARING SCHEMES  

In probabilistic mode, each pixel is reconstructed with a single pixel. So, the reconstructed image is size invariant without any pixel 

expansion. The secret can be reconstructed only with certain probability in the probabilistic model. The quality of the reconstructed 

pixel depends on how big the probabilities are of correctly reconstructing the secret. Ito et al [4] has proposed a size invariant (k,n) 

VSS, k is the threshold shares and n is the total shares. The structure of Ito et al’s scheme is constructed by using two sets of n X m 

Boolean matrices C0 and C1. Two nXm matrices S0 and S1 are randomly choosen from C0 and C1 and to share a white pixel one 

of the coloumns of S0 and to share a black pixel one of the coloumns of S1 are chosen randomly . The column vector is described 

by a Boolean n-vector V = [vi], vi= 1 for a black pixel and 0 for a white pixel in the ith share. During the stacking up of shares, the 

color of the pixel is determined as “OR”ed value of the corresponding elements in V .p0 and p1 are the probabilities with which a 

black pixel in the reconstructed image is generated from a white and black pixels respectively, in the secret image. Thus, the 

reconstructed image can be recognized as a secret image by the contrast as the absolute difference in the probabilities β|p0-p1| .This 

is a secure scheme and the reconstructed image is well visible. The Boolean matrices used by Ito in (k,n) scheme is as follows with 

S0 as nxn matrix having one column with 1’s and all other columns as 0’s and S1 as a unit matrix. 

 Probabilistic Size invariant visual secret sharing schemes[4,5,6] for a binary image use only one subpixel to share the secret image 

i.e. each pixel is encrypted individually or independently in a probabilistic manner. Thus, the generated shares has the same size as 

the secret image, thus it is size invariant. Ito[4] in 1999 proposed a method of (k,n) probabilistic scheme by using the basis matrix 

used by Shamir in traditional visual Cryptography. The probabilistic method proposed by Yang[5] uses the frequency of white pixels 

to show the contrast of the recovered image. Random grid[9] scheme is another method, which encodes a secret image into two 

noise-like images, where each image is referred as a Random Grid. The size of a RG is the same as that of the secret image ie. 

without pixel expansion. However, a reconstructed secret has lower visual quality in RG-based VC. To improve the visual quality 

of the recovered image and reduce the number of operations, multipixel[10,11] encryption strategy was proposed. Multipixel 

encryption methods grouped the pixels into blocks and encrypted the blocks at a time. This also improves the visual quality of the 

recovered image.  

This paper provides an analysis of various size invariant visual cryptography schemes like probabilistic scheme[4-6], random 

scheme[7] and multipixel[8-11] encryption. The paper is organized as follow: Section 2 defines the traditional visual cryptography. 

The next 3 sections provides the overview of probabilistic ,random grids and multipixel size invariant schemes. The performance 

of (n,n) size invariant visual cryptography schemes, where n=2 i.e,(2,2) are analyzed and results are tabulated in section 6, followed 

by conclusion. 

 
7. RANDOM GRIDS SCHEME  

A simple technique for encryption of 2-D patterns was proposed by Kafri and Karen [7]. This is a (2,2) scheme.This method can 

encrypt a binary image into two shadows images, called random cipher grids. The number of pixels in the encrypted shares are same 

as the original secret. In Visual Cryptography, each image pixel is represented as either transparent (white) or opaque (black). The 

two type of pixels are likely to occur. Light is transmitted through the transparent pixel, while the opaque pixel stops it. Depending 

on the characteristics of the shadows in the random grids, Kafri et al. proposed three visual secret sharing algorithms using random 

grids that differ from each other in their contrast quality. 

8. . MULTIPIXEL ENCRYPTION SCHEME  

The multi pixel encryption scheme is a size invariant scheme. Instead of encrypting a single pixel at a time, few pixels are blocked 

together and encrypted at a time and divided into shares.  

Definition 2 A (k, n)-Prob. VSS scheme can be shown as two sets, white set C0 and black set C1, consisting of nλ and nγ n × 1 

matrices, respectively. When sharing a white (resp., black) pixel, the dealer first randomly chooses one n×1 column matrix in C0 
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(resp., C1), and then randomly selects one row of this column matrix to a relative shadow. The chosen matrix defines the color level 

of pixel in every one of the n shadows. A Prob. VSS Scheme is considered valid if the following conditions are met.  

 For these nλ (resp., nγ) matrices in the set C0 (resp., C1) the “OR”-ed value of any k-tuple column vector V is L(V). There values of 

all matrices form a set λ (reps. γ). Definition 3 : A (k, n, t)-Multi-pixel encryption size invariant visual cryptography scheme encrypts 

a block of t adjacent pixels at a time, where the chosen of the t pixels does not relate to the content of the secret image. For the 

encryption of any two blocks B and B1 in the secret image, a (k, n, t)-ME-SIVCS-2 generates n shares s1,……,sn satisfying.  

1. (Contrast) Denote v and v’ as the vectors that consist of the secret pixels at B and B’ respectively, and denote vp and v’p as 

their corresponding vectors that are no the shares Sp for P= 1, ………, n. Without loss of generality, suppose w(v) > w(v’), 

then for any k out of n shares {sq1, …….., sqk} (  {s1, ……, sn}), let VQ = vq1 OR, ……, OR vqk and V’Q = vq1 OR, ……, 

OR v’qk then stacking result satisfies > where for example is the average values of w(vQ) for all the possible values of vQ.  

2. Algorithm 1: The first shadow RG1 is generated randomly by the bits 0 or 1 . The size of this share is same as the secret 

image. Then, if the secret binary pixel SI(i, j) is equal to 0, the binary pixel of the second shadow RG2(i, j) at the same 

position will be the same as in RG1(i, j); otherwise, the binary pixel in RG2 (i, j) will be the complement of RG1 (i, j). 

3. Algorithm 2: The first shadow RG1 is generated randomly by the bits 0 or 1. The size of this share is same as the secret 

image. Then, if the secret binary pixel SI(i, j) is equal to 0, the binary pixel of the second shadow RG2 (i, j) at the same 

position will be the same as in RG1(i, j); otherwise, the binary pixel in RG2 (i, j) will be generated randomly by the function 

Algorithm 3: The first shadow RG1 is generated randomly by the bits 0 or 1. The size of this share is same as the secret image. Then, 
if the secret binary pixel SI(i, j) is equal to 0, the binary pixel in RG2 (i, j) will be generated randomly by the function otherwise, the 
binary pixel in RG2 (i, j) will be the complement of RG1 (i, j). 
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CONCLUSION 

The random grid and probabilistic method are used to determine to improve the quality of  the given image.to improve ethe size-

invariance, the size invariance algorithm is used within the random  grid method . the random  gird method are used to determine 

the size of the image improvement .from thee experiments ,they are determined. 
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