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ABSTRACT 

Many people are enthusiastic about the Internet of Things (IoT) because of its wide range of applications, 

such as medical monitoring, environmental monitoring, and intelligent buildings. Internet of Things 

technology makes it possible for smart devices to connect at all times, everywhere, and about anything. An 

significant role of WSNs in facilitating widespread networks of smart devices, particularly low-cost and 

simple to instal, is presented in this context. Although sensor nodes are limited in terms of energy, 

computing, and memory, they're practical for limited tasks. Another contributing factor is the sensitivity of 

low-power radios to noise, interference, and multipath distortions. The paper discusses a routing system 

designed for IoT devices that leverages Routing by Energy and Link Quality (REL). The link quality 

estimator (REL) uses route selection algorithms based on the performance of an end-to-end link quality 

estimator mechanism, residual energy, and hop count to provide a reliable and energy-efficient system. 

Additionally, REL suggests using an event-driven approach to improve network and node load balancing, 

which helps to extend the lifetime of the network. The effects and advantages of REL were shown via 

simulations and testbed experiments that simulated and assessed networks on small and large scales.  
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Introduction 

More wireless and sensor technologies are becoming more common, and in tandem with this, new IoT 

applications are taking off. The IoT consists of a collection of technologies that make it possible to be 

connected everywhere, all the time, and to everything. IoT is built on the notion that items or items interact 

and collaborate via wireless communication. Many types of embedded devices might be included, 

including sensor nodes, actuators, and mobile phones. When referring to ubiquitous computing, the 

purpose of Wireless Sensor Networks (WSNs) [2,3] is twofold: first, they link the real and virtual worlds; 

and second, they enhance real-world information access by sending data over long distances.  

The overall effect of WSNs/IoT applications is considerable, including both societal advantages and 

financial gains. So in short, IoT/WSNs are finding academic, industrial, and government interest in offering 

solutions for next-generation technologies, such as more pleasant homes and workplaces, improved 

healthcare, environmental monitoring, and smart cities. Examples of these approaches to the food supply 

chain include ubiquitous systems and wireless sensor technology. Patients might carry sensors for vital 

signs including body temperature, blood pressure, ECG (electrocardiogram) and respiration in the event of 

an application for healthcare. Remote monitoring of patients will enable medical facilities to do enhanced 
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monitoring for use in assessment [6]. SmartSantander is a Madrid-based experiment facility that supports a 

variety of municipal services and applications via real-world experiments, specifically in the Smart Cities 

sector. More than 20,000 IoT devices, organised into topologies with tens or hundreds of nodes, are present.  

The detected data is often transferred to the Base Station (BS) for subsequent operations in many IoT 

applications. To make WSNs more energy-efficient, robust, and scalable, efficient routing protocols must 

be developed. However, a number of significant issues emerge because of the inherent properties of 

WSNs/IoT. For instance, the properties of WSNs/IoT make it difficult to create effective communication 

protocols, given the limited resources and the unreliability of low-power wireless links that tend to be 

lacking in terms of Quality of Service (QoS) requirements. At the same time, a multi-track routing protocol 

is needed which guarantees low-time data transfer, latency, loss rates and low energy consumption for 

diverse IoT applications[9].  

In the context of routing protocols, the quality evaluation of communications between nodes is an essential 

factor in the routing discovery process. This is frequently assessed as a quality  

Link Quality Indicator 

A single number, such as the RSSI or the Link Quality Indicator (LQI)[10]. However, LQI/RSSI just offers 

a snapshot for one link between two nodes at a certain moment and has no further information regarding 

remaining energy, hop count and end-to-end connection quality.. There is therefore an urgent need for a 

reliable system to estimate the quality of the end-to-end link based on information from different layers 

(cross-layer)[11] and it is important to enable nodes that are able to transmit packets with a high level of 

trustworthiness while improving network life and support for IoT applications in general.  

According to Rocha et al.[12], processor and memory restrictions in embedded systems likely to decrease 

due to recent technical developments. The energy limitation problem remains, nevertheless, a crucial one. 

In addition, an external energy source is frequently unavailable and battery replacement is not practical in 

large-scale networks as envisioned with IoT devices. Thus, both of WSN/key IoT's design aims are to 

minimise energy consumption and to extend the network's life.  

Key Challenges 

Another key challenge for WSN/IoT applications is how to reduce the power hole or hot-spot problem[13], 

in which nodes that are closest to the BS or in the most often used pathways tend to make premature use of 

their energy resources[14]. This creates a loss of connection between a node near BS and packets that are 

delivered but not received at BS, which causes energy and wireless resources to be inefficient. In order to 

minimise energy holes, the road selection strategy must take into consideration the residual energy and 

final connection quality while at the same time ensuring a load balance and equitable allocation for the 

restricted network resources.  

Gived the above-mentioned qualities, a routing protocol for WSN/IoT scenarios must reduce the overhead 

signalling that increases computation and energy consumption in the nodes, as well as the packet loss and 
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network latency. In addition, trustworthy routes need to be identified using a system for estimating the end-

to-end connection quality based on cross-layer information, such network conditions, energy and hop 

counting. However, present IoT routing protocols do not take these crucial factors into consideration and 

new solutions must be designed.  

The challenge of assuring reliability, energy efficiency and load balancing in the flat-based (homogenous) 

WSN/IoT systems is dealt with in this paper by presenting an expanded version of a routing protocol based 

on energy quality information (EI) [15]. REL seeks to overcome the disadvantages discussed earlier and 

enhance the data transfer for various flat-based IoT applications, including smart parking, intrusion 

detection and river-flux monitoring with low latency, packet loss and high reliabilty, as well as fair 

distribution of wireless resources. while increasing network life.  

REL presents a cross-cutting information-based end-to-end route selection system with low overheads. To 

improve energy efficiency, nodes use an on-demand piggyback method to distribute their remaining energy 

to surrounding nodes. Furthermore, REL employs an event-driven mechanism to balance loads and avoid 

the issue of energy hole.  

The following work [15] is extended in this article: I optimises the selection process using end-to-end 

quality assessment and energy information; (ii) applies a novel approach to smooth the link quality 

estimate; and (iii) performs an in-depth study of the suggested solution; Flat-based, large-scale networks. It 

includes novel simulation and test bed tests to demonstrate the impact and advantages of REL for IoT 

Systems. Compared to other well-known routing protocols, the findings reveal that REL boosts network 

life, promotes service availability and provides QoS support for IoT applications and reduces packet loss 

rates and overhead signage. 

 

Conclusion 

This article presents a routing protocol with an energy- and link-grade (REL) load balancing scheme for 

IoT applications, such as home automation and office automation, medical care, environmental monitoring 

and smart parking [16-19]. REL combines a dependable route finding and load balancing mechanism that 

offers great dependability, quality awareness and energy economy. In addition, it presents a route selection 

technique based on cross-layer data using a  minimal overhead. Minimal overhead. Nodes become energy-

efficient by delivering leftover power via a piggyback and On-Demand mechanism to their surrounding 

nodes. Furthermore, REL employs an event-driven technique to offer load balancing to increase system 

performance and prevent energy trouble. 
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