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Abstract :  The motivation behind steganography is undercover correspondence to conceal a message from an outsider. This 

contrasts from cryptography, the craft of mystery composing, which is planned to make a message disjointed by an outsider yet 

doesn't conceal the presence of the mystery correspondence. This paper reviews the concept of Steganography and its types. 

 

IndexTerms – Steganography , Image Steganography, Video Steganography. 

I. INTRODUCTION 

 

Steganography is the method of concealing mystery information inside a standard, non-mystery, document or message to keep 

away from recognition; the mystery information is then separated at its objective. The utilization of steganography can be joined 

with encryption as an additional progression for covering up or securing information. The word steganography is gotten from the 

Greek words steganos (which means covered up or covered) and the Greek root chart (which means to compose). [1] 

 

Steganography can be utilized to hide practically any kind of advanced substance, including text, picture, video or sound 

substance; the information to be covered up can be covered up inside practically some other sort of computerized content. The 

substance to be disguised through steganography - called shrouded text - is frequently encoded prior to being consolidated into the 

harmless appearing cover text record or information stream. If not scrambled, the concealed content is normally prepared here and 

there to expand the trouble of distinguishing the mystery content. [1] 

 

Steganography is drilled by those wishing to pass on a mystery message or code. While there are many real uses for 

steganography, malware engineers have additionally been found to utilize steganography to darken the transmission of pernicious 

code.  

 

 
Fig 1. Steganography Types  

 

Types of steganography have been utilized for quite a long time and incorporate practically any method for concealing a 

mystery message in a generally innocuous compartment. For instance, utilizing undetectable ink to conceal mystery messages in 

any case harmless messages; concealing reports recorded on microdot - which can be as little as 1 millimeter in measurement - on 

or inside real appearing correspondence; and even by utilizing multiplayer gaming conditions to share data. [2] 

 

In present day advanced steganography, information is first encoded or muddled in some alternate manner and afterward 

embedded, utilizing an uncommon calculation, into information that is important for a specific record organization, for example, a 

JPEG picture, sound or video document. The mystery message can be installed into normal information records from numerous 

points of view. One strategy is to conceal information in pieces that speak to a similar shading pixels rehashed in succession in a 

picture record. By applying the scrambled information to this excess information in some unnoticeable manner, the outcome will be 

a picture record that seems indistinguishable from the first picture yet that has "clamor" examples of ordinary, decoded information. 

[2] 
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The act of adding a watermark - a brand name or other distinguishing information covered up in interactive media or other 

substance documents - is one basic utilization of steganography. Watermarking is a procedure regularly utilized by online 

distributers to recognize the wellspring of media documents that have been found being shared without consent.  

 

While there are a wide range of employments of steganography, including installing touchy data into record types, quite 

possibly the most well-known methods is to insert a book document into a picture record. At the point when this is done, anybody 

seeing the picture document ought not have the option to see a contrast between the first picture record and the scrambled record; 

this is cultivated by putting away the message with less critical nibbles in the information record. This cycle can be finished 

physically or with the utilization of a steganography instrument.[3] 

II. TYPE OF STEGANOGRAPHY 

 

2.1 Picture Steganography  

 

The picture Steganography is utilized to shroud a mystery message inside a picture. The most broadly utilized procedure to 

shroud mystery bit inside the LSB of the cover picture. Since this technique utilizes pieces of every pixel in the picture, it is 

important to utilize a lossless pressure design, in any case the concealed data will become mixed up in the changes of a lossy 

pressure calculation.  

 

When utilizing a 24 bit shading picture, a touch of every one of the red, green and blue shading segments can be utilized, so an 

aggregate of 3 pieces can be utilized for every pixel, in this way we can utilize more mystery spot to conceal information in it.  [4] 

 

2.2 Sound Steganography  

 

Sound transcription can disguise the mystery message in the sound document with the assistance of its computerized portrayal. 

It tends to be accomplished effectively as a common 16-digit record has 216 sound levels, and a couple of levels contrast couldn't 

be distinguishable by the human ear.  

 

The sender inserts mystery information of any sort utilizing a key in an advanced cover document to deliver a stego record, so 

that an eyewitness can't distinguish the presence of the concealed message. In numerous plans a technique for sound Steganography 

dependent on alteration of least critical pieces (LSB) the sound examples in the worldly area or change space have been proposed.  

 

2.3 Video Steganography  

 

Video Steganography brings more prospects of masking a lot of information since it is a blend of picture and sound. Along 

these lines, picture and sound Steganography strategies can likewise be utilized on the video.  

 

Video records are by and large an assortment of pictures and sounds, so the majority of the introduced strategies on pictures and 

- sound can be applied to video documents as well.  

 

The incredible preferred position of video are the huge measure of information that can be covered up inside and the way that it 

is a moving stream of pictures and sounds.  [4] 

 

The Video Steganography is only a mix of Image Steganography and Audio Steganography.  

 

2.4 Text Steganography:  

 

Steganography can be applied to various sorts of media including text, sound, picture and video and so on Notwithstanding, text 

Steganography is viewed as the most troublesome sort of Steganography because of absence of excess in content when contrasted 

with picture or sound yet at the same time has more modest memory occupation and less complex correspondence.  

 

The technique that could be utilized for text Steganography is information pressure. Information pressure encodes data in one 

portrayal into another portrayal. The new portrayal of information is more modest in size.  

 

One of the potential plans to accomplish information pressure is Huffman coding. Huffman coding allocates more modest 

length code words to all the more as often as possible happening source images and longer length code-words to less every now and 

again happening source images.[5] 

III. CRYPTOGRAPHY AND STEGANOGRAPHY 

Steganography is unmistakable from cryptography, yet utilizing both together can help improve the security of the ensured data 

and forestall recognition of the mystery correspondence. On the off chance that steganographically-shrouded information is 

likewise scrambled, the information may even now be protected from discovery - however the station will not, at this point be 

protected from identification. There are preferences to utilizing steganography joined with encryption over encryption-just 

correspondence.  
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Fig 2. Cryptography V/S Setagnography  

 

The essential bit of leeway of utilizing steganography to conceal information over encryption is that it darkens the way that 

there is touchy information covered up in the document or other substance conveying the shrouded text. Though an encoded record, 

message or organization parcel payload is unmistakably stamped and recognizable in that capacity, utilizing steganographic 

strategies assists with darkening the presence of the safe channel. [6] 

 

Steganography programming is utilized to play out an assortment of capacities to conceal information, remembering encoding 

the information for request to set it up to be covered up inside another record, monitoring which pieces of the cover text document 

contain shrouded information, scrambling the information to be covered up and separating concealed information by its expected 

beneficiary.  

 

There are exclusive just as open source and other allowed to-utilize programs accessible for doing steganography. OpenStego is 

an open source steganography program; different projects can be portrayed by the sorts of information that can be covered up just 

as what kinds of documents that information can be covered up inside. Some online steganography programming devices 

incorporate Xiao Steganography, used to shroud mystery records in BMP pictures or WAV documents; Image Steganography, a 

Javascript device that conceals pictures inside other picture documents; and Crypture, an order line device that is utilized to 

perform steganography.[7] 

IV. CONCLUSION 

With the always expanding sum and assortment of information to be put away and sent in different mediums, the determination 

of security which must be set up at different degrees of medium access and the going with issues of confirmation and approval has 

become a basic factor. Different steganographic, watermarking and information implanting calculations have typically controlled 

the genuine information to either conceal any pined for data or to give some degree of access authority over the medium. The 

mediums are generally pictures, video, sound and so forth, wherein explicit parts or the general space is typically 'ruined' with 

'huge' information. 
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