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Abstract :  The proposed framework gives the legitimate validation technique by giving the special idea of utilizing the scrambled 

pictures as secret key. Along with that the proposed framework offers the exchange of the information which is totally covered up 

in their separate transporters. The idea of the encoded dynamic and variable length keys or secret phrase is utilized in others with 

the LSB procedure in the sound and video as the transporter documents and the outcomes which are accomplished in the process 

are very productive and palatable. 

 

IndexTerms – Steganography , Image Steganography, Video Steganography. 

I. INTRODUCTION 

 

Steganography is the act of hiding a record, message, picture, or video inside another document, message, picture, or video. It 

has existed for quite a while, and these days, computerized steganography is utilized to shroud information inside pictures. We can 

shroud a wide range of information by utilizing diverse advanced steganographic strategies. An advanced picture is a portrayal of 

pixel esteems, and each pixel worth will have numbers containing data with respect to the pixel. A computerized shading picture 

will have red, green, and blue channels and eight pieces to speak to each channel, so every channel can take an incentive from 0-

255, and this worth speaks to the force of the pixel. (R, G, B)=(0,0,0) is the portrayal of the shading dark and (255,255,255) speaks 

to the shading white.[1] 

 

Accept a variety of pixels for instance and assume we need to conceal the character An in it. We should perceive how it's 

done:[2]  

 
Fig 1. Image Array 

 

This is a pixel cluster, and we need to conceal An in it. The ASCII estimation of An is 65. On the off chance that we convert it 

to double, we get 01000001. So on the off chance that we use LSB change, we can change the LSB of the multitude of numbers in 

our cluster and get:[3] 

 
Fig 2. Image Array Containing Data 

 

A video is an assortment of edges, and each edge is a picture. So in the event that we pull out all the edges from a video, we can 

utilize this strategy to store our information utilizing LSB steganography and join those casings back into a video with the mystery 

message. [4] Video steganography is a designing term characterize as concealing the mystery rub in cover mixed media record like 

video document, picture record. Steganography additionally recognized is the ability and learning of composing word which is 

need to be hole up behind picked one as a cover interactive media document like sound, video or picture The principle work of in 

this examination builds the limit in video information stowing away inside DWT method. Video are ideal for data stowing away on 

account of the measure of territory is created in the putting away of recordings. The idea raised the need of video steganography in 

all field like as e-paying, e-promoting , individual or public security information, and money just as the individual correspondence 

reports. [5]. 
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II. LITERATURE REVIEW  

Mohit Sharma ,2016 [6] In this maker have imagined the thought where they can trade the picture or text beginning with one 

customer then onto the following. For the circumstance they can first login as sender where we can send the message which should 

be text or a picture containing the covered content. By then they can in like manner login as a beneficiary which can get to the 

messages ship off the individual being referred to , where the instant messages are seen clearly and the pictures contained the 

covered content need to be decoded by the customer.  

Ammad Ul Islam et. al 2016 [7] The quick imaginative headway of the data correspondence in the current day time demands the 

protected feeling of exchange of data. Steganography is a set up methodology for hiding data from an unapproved get to. 

Steganographic techniques cover secret data in different record designs, for instance, the picture, the content, the sound, and 

furthermore the video. Impalpability, payload cutoff, and security with respect to PSNR and life are the vital troubles to 

steganography. In this paper, a novel idea of the picture stegnography strategy which depends on the most basic pieces (MSB) of 

the picture pixels was proposed.  

Imran Sarwar Bajwa and Rubata Riasat 2011[8] Image stegnography is a rising field of exploration for secure data stowing 

ceaselessly for data transmission over web, copyright protection, and ownership recognizing evidence. A couple of frameworks 

have been proposed for concealing picture stegnography. Nevertheless, the concealing pictures are generally the more excessive to 

send on web due to their size. In this paper, creators propose another ideal hashing based procedure for stegnography in dull scale 

pictures... 

III. CRYPTOGRAPHY AND STEGANOGRAPHY 

 

IV. IMPLEMENTATION AND RESULT ANALYSIS 

The implementation is done in VS 2010 and perform is three concepts, 
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4.1 Encrypted Image Password  

 

 
 

Fig 3. Encrypted Image Password 

4.2 Audio as Carrier for Hidden Data  

 

 
 

Fig 4. Audio as Carrier 

 

4.3 Video as Carrier 

 

 
 

Fig 5. Video as Carrier  
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TABLE 1. RESULT COMPARISON  

 

V. CONCLUSION 

In the end, it is indicated that the proposed work will ready to achieve the better security level, and the general idea which is 

proposed in the framework created, gives the idea of the extraordinary method of legitimacy the clients utilizing the encoded 

picture as the secret phrase as it expands the unconventionality as the information base of the clients will store the scrambled 

pictures, in this way it will be difficult for the programmers to abuse the subtleties which are put away in the client information 

base. The second period of the proposed execution centers around the sound stegnography in which the client can conceal the 

information in the sound and the got sound will likewise be the basic sound which can utilized like the ordinary sound. Along with 

the variable key which is utilized for the encryption cycle will likewise builds the flightiness and furthermore further improves the 

security level. In the last, the proposed work center around the video stegnography utilizing the content concealing cycle, utilizing 

the variable length dynamic arbitrary keys and furthermore the cycle of the hash based approval at the beneficiary finish to confirm 

the credibility of the video and the content which is implanted in the video. 
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