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Abstract: 

Public cloud is currently extremely fast developing pattern for putting away client's information. A large portion of the 

clients now daily's putting their own and proficient information on the cloud. Cloud processing has prevailed upon a ton 

of interest from various regions since it gives Systematic asset the executives, Economical expense, Fast sending, 

adaptability, accessibility, minimal expense administration over customary capacity arrangements. The innovative in 

cloud figuring has spurred the information proprietor to send their information from nearby destinations to beneficial 

public cloud for huge versatility and productive reserve funds. Simultaneously mystery of remotely put away 

information on untrusted cloud server is huge obligation. To reduce these obligation of touchy information, for 

example, E-sends, reports, individual data are re-appropriated in scrambled structure utilizing encoding framework. The 

security worries in cloud figuring spur the concentrate on secure catchphrase search. The pursuit procedures which are 

utilized on plain text can't be utilized over scrambled information. The current arrangements upholds just 

indistinguishable catchphrase search, semantic inquiry isn't upheld. As we would rather not reveal neither watchword 

from inquiry nor question design, we have grown completely protection safeguarding framework by scrambling search 

design as well as mystery key. Ordering has been created to fabricate a list of catchphrases from reports. File will be 

utilized to recover archives because of search inquiry by utilizing the standard of watchword coordinating. This paper 

has dissected and executed Lucene ordering calculation. Positioning of the outcomes has been grown to further 

develop the item accuracy as well as to improve the client looking through experience. 

Keywords: Lucene, Cloud, Solr Medical. 

I Introduction 

Public cloud is presently exceptionally speedy developing pattern for putting away client's information. A large portion 

of the clients now daily's putting their own and proficient information on the cloud. Cloud registering has prevailed 

upon a ton of interest from various regions since it gives Systematic asset the executives, Economical expense , Fast 

sending, adaptability, accessibility, minimal expense administration over customary capacity arrangements. Cloud 

Computing gives us a method by which we can get to the applications as utilities, over the Internet. It permits us to 

make, design, and alter applications on the web. Cloud processing are new sort of figuring worldview which empowers 

sharing of registering assets over the web. The cloud qualities are ondemand self-administration, area autonomous 

network access, pervasive network access and utilization based pay. Because of this enchanting elements private and 

public association are send their huge measure of information on cloud capacity. A semantic secure multi-watchword 
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search conspire over scrambled cloud information is proposed in this paper. The semantic pursuit isn't just help careful 

watchword coordinated or structure coordinated yet in addition upholds the genuine purpose of client search. The 

importance score among reports and question catchphrases is determined and documents are returned in positioned 

request. It permits us to make, design and redo application on the web. The term cloud alludes to network or web. In 

other word, we can say that cloud is something which is available at distant area. The pursuit office and security 

defensive over scrambled cloud information are fundamental. Assuming we concentrate on enormous measure of 

information records and information clients in the cloud, it is hard for the necessities of execution, ease of use, in 

addition to adaptability. Worried to experience the genuine information recuperation, the tremendous measure of 

information archives in the cloud server accomplish to result pertinent position as opposed to returning 

undistinguishable results. Positioning plan minds different watchword search to recuperate the pursuit rightness. Cloud 

offers types of assistance over network for example on public network or private network for example WAN, LAN, or 

VPN. The present Google network search gadgets, information clients offer arrangement of watchwords rather than 

novel catchphrase search significance to recover the greatest critical information. Coordinate matching is a synchronize 

matching of question watchwords which are pertinence to that report to the inquiry. cloud processing alludes to 

controlling, alluding and getting to the application on the web. It offers online information stockpiling, framework and 

application. Cloud processing is come worldview where huge pool of framework are associated in private or public 

network to give progressively adaptable foundation to application information and record stockpiling. 

Because of inherence wellbeing and security, it stays the intriguing position for the benefit of how to relate the 

scrambled cloud search. The troublesome of multi-catchphrase positioned search over scrambled cloud information is 

settled by utilizing rigid protection necessities then various multi-watchword semantics. Among various multi-

catchphrase positioned semantics, we pick coordinate coordinating. Our commitments are summed up as follows, 1) 

For the initial time, we investigate the issue of multi catchphrase positioned search over scrambled cloud information, 

and lay out a bunch of severe protection prerequisites for such a solid cloud information use framework. 2) We propose 

two MRSE plans in view of the closeness proportion of "coordinate coordinating" while at the same time meeting 

different security prerequisites in two different danger models. 3) Thorough examination researching security and 

productivity certifications of the proposed plans is given, an analyses on this present reality dataset further show the 

Proposed plots to be sure present low upward on calculation and correspondence. The important information, for 

example, government managed retirement number, email, Personal wellbeing records and associations monetary data 

should be put away safely. Arrangement is encryption of information at client side prior to rethinking. However, in the 

event that you encode information the looking over lively text is testing. The current inquiry methods are just applied 

on plain text information. The paltry arrangement of downloading every one of the information and unscrambling 

locally is obviously unreasonable due tremendous measure of transmission capacity cost in cloud scale framework. 

Accessible encryption permits putting away information in scrambled arrangement and you can apply catchphrase 

search over happy text information. Because of this beguiling elements private and public association are reevaluating 

their enormous measure of information on cloud capacity. Association can buy just required measure of capacity from 

CSP to satisfy their information stockpiling need as opposed to keeping up with their own information stockpiling. The 

information proprietor is feeling quite a bit better from buying equipment and programming to oversee information 

themselves. Rather than these huge benefits. Cloud processing changes the way data innovation (IT) is used and 

administered, promising improved cost efficiencies, animated advancement, speedier opportunity to-advertise, and the 

ability to scale applications on interest (Leighton, 2009).[1] according to Gartner, while the development grew 

dramatically in the midst of 2008 and continued since, obviously there is an imperative development towards the cloud 

figuring model and that the benefits might be critical (Gartner Hype-Cycle, 2012). In any case, as the cloud's state 

handling is rising and becoming rapidly both hypothetically and really, the authentic/authoritative, financial, 

organization quality, between operability, security insurance gives actually pose basic hardships. In this part, we portray 

various administrations and association models of appropriated processing and perceive huge challenges. We consider 

the issue of building a protected cloud stockpiling administrations on top of an open cloud establishment where the 

specialist organization isn't completely trusted by the client. We portray, at a strange express, a couple of structures 
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that unite late and non-standard cryptographic natives with a particular ultimate objective to achieve our goal. We 

audit the advantages such a development demonstrating would provide for the two clients and specialist organizations 

and give a layout of late advances in cryptography energized explicitly by cloud capacity. We propose the first totally 

homomorphic encryption conspire, dealing with a central open issue in cryptography. Such an arrangement grants one 

to figure emotional limits over scrambled information without the deciphering key - i.e., given encryptions 

E(m1),...,E(mt) of m1,...,mt, one can productively handle a more modest code text that encodes f(m1,...,mt) for any 

effectively measurable limit f. This issue was acted by Rivest et al. in 1978. [3]Completely homo morphic encryption has 

different applications. For example, it enables private questions to a web crawler the client presents a scrambled 

inquiry and the web search tool processes a short encoded reply while never looking at the inquiry free. It similarly 

engages looking on scrambled information - a client stores encoded records on a remote document server and can later 

have the server recuperate simply records that (when decoded) satisfy some boolean restriction, regardless of the way 

that the server can't unscramble the records in isolation. Even more extensively, totally homo morphic encryption 

upgrades the effectiveness of secure m. We focus on the issue of looking on information that is scrambled utilizing a 

public key framework. [5] Consider client Bob who sends email to client Alice encoded under Alice's public key. An 

email gateway requirements to test whether the email contains the watchword "critical" with the goal that it could 

course the email likewise. Alice, on the other hand doesn't wish to empower the entrance to decode all of her 

messages. We construct a part that engages Alice to give a key to the section that enables the entrance to test whether 

"pressing" is a catchphrase in the email without realizing whatever else about the email. We insinuate this part as 

Public Key Encryption with keyword Search. 

II Literature Review 

In an expansive or conveyed situation, customary cryptographic methods experience the evil impacts of key 

apportionment issues or issues related to the ability of encryption work. Fig. 1, frame the crucial approach how 

standard symmetric encryption can be applied to achieve secure correspondence[5]. The standard issue is that a 

symmetric key necessities to carry out in the middle of any suitable dispatchers and beneficiaries. In case the get-

together of beneficiaries is obscure when a message is passed on, this method isn't important. 

Asymmetric key encryption thinks about two different key (Public and Private Key). It additionally clear the key disperse 

issue. By sending public key to every single imaginable beneficiary, the dispatcher can send the scrambled message or 

message to. When contrasted with symmetric key encryption, Asymmetric key encryption has various advantages. Too 

capacity of asymmetric key encryption is hard to keep up with the asset when contrasted with Symmetric key 

encryption. It doesn't appropriate for dealing with dynamic attributes. 

Public Key encryption technique isn't giving secure correspondence dynamic attributes. By managing previous 

experience about symmetric and asymmetric encryption it's difficult to deal with the dynamic attributes[6]. The source 

is expected to encode their message utilizing beneficiary's public key and their information through secure channel to 

the beneficiaries. The beneficiaries will decode the message by their beneficiary's private key. In like manner in the 

strategy, the key-interrelated thoughts insinuate attributes which can suggest properties of authorities and 

furthermore messages. Hitherto, checking dynamic attributes is the cloud climate is a difficult assignment. 

Distributed computing generally needing three fragments: information client, cloud server and specialist co-op. To 

expand the adaptability and increment the versatility the information client will rethink their information into the cloud 

server with the assistance of encryption[7]. For facilitate the looking through process and to get to their information in 

a speedier way the scrambled information with file can re-appropriate it into the cloud. Assuming client needs to 

demand the unstructured record, the archives are put away in the server by mean of ordering of encoded structure. 

Anyway it gives adaptability to the client, security issue is a significant gamble and not ready to deal with to the unique 

attributes. 
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In symmetric encryption, information is scrambled into the code text that can be examined whether it is in the first 

structure. In cryptographic strategies the information misfortunes its designs and cause a circulation problem[8], [9]. 

When consider the plain text, it is in compact configuration and it is upheld in different stage and it follows no 

organization. Figure text is only transformation of plain text during encryption. It likewise called scrambled text that 

isn't perceived by an ordinary human or machine with next to no legitimate translate text. Interpret is only changing 

over the code text into plain text that is into lucid arrangement to the client. 

Distributed computing generally needing three sections: information client, cloud server and specialist co-op. To build 

the adaptability and increment the versatility the information client will re-appropriate their information into the cloud 

server with the assistance of encryption. Anyway Encryption algorithm gives adaptability to the client, security issue is a 

significant gamble and not ready to deal with to the powerful attributes. To defeat the above issues, an Attribute Based 

Encryption conspire with Dynamic Attribute Supporting can be used[10]. This strategy permits client to get to the 

portable information in the cloud and increment the security in the cloud. 

[1] had made sense of a Cloud-Assisted Live Media Streaming (CALMS) system for the movement pur presents in an 

expense proficient way in the cloud. The system was permitted the cloud servers to house various elements of the 

client re journeys. They gave best answers for the cycles performed by the cloud servers in a genuine stage. They 

expressed that their technique empowered various relocations of customary streaming frameworks. They likewise 

fostered a few functional answers for purposes, for example, client redirection and cloud server association and so on. 

They played out the recreation investigates genuine information follows from both cloud specialist organizations 

(Amazon EC2 and Spot Cloud) and a live media web-based feature supplier (PPTV). They showed that the structure 

handles the expense related with complete framework organization yet some inertness happened. 

 [2] had portrayed a dy namic control calculation for the ideal spot ment of items and dispatch demands in a cross 

breed cloud framework involves public cloud and private cloud which limited the functional expense of the general 

cycle through joint substance situation and burden appropriation calculation. They accomplished this by proficient 

planning of the substance Migration and dispatching with Lyapunov enhancement hypothesis. They have showed the 

ideality of their calculation in view of some hypothetical examination and with some model. The outcomes showed that 

the reaction times were exquisitely limited by the enhancement calculation. This cycle gives ailing in giving security. 

[3] had guaranteed a structure to work with the relocation of multi part web applications by expanding the Cloud 

Genious system. They distinguished the main determination models, choice objectives, and cloud administration 

options, consid ering the utilization instance of movement on a web ap plication group to public cloud administrations 

like Amazon EC2 and Go Grid. They made sense of a mixture dynamic methodology that com bines multi-measures 

independent direction (AHP) and transformative streamlining strategies (hereditary calculations (GAs)) for choosing 

best calculation administration and VM picture. They likewise completed a thorough trial assessment in view of a 

sensible situation for checking the exhibition of the proposed dynamic strategy. 

[4] had clarified a meth od for develop a RBAC-viable at accolade based information access control for cloud capacity 

administration to give an easy to understand and simple to-oversee secure Attribute-Based Ac cess Control (ABAC) 

component. Like job progressive systems in RBAC, quality orders were presented by utilizing Attribute-Based 

Encryption (ABE) to characterize a senior ity connection among all upsides of a property, by which a client holding 

senior trait values gained authorizations of his/her youngsters. In light of these documentations, they introduced 

another ABE conspire called Attribute-based Encryption with Attribute Hierarchies (ABE-AH) to give an effective way to 

deal with carry out correlation tasks between property estimations on a pos set got from a trait grid. By utilizing 

bilinear gatherings of a composite request, they introduced a commonsense development of ABE-AH in light of forward 

and in reverse deduction capacities. Contrasted and earlier arrangements, their plan offered a minimal strategy 

representa tion approach that could essentially decrease the size of private-keys and code messages. To exhibit how to 

utilize the introduced arrangement, they outline how to give more extravagant expres sive access strategies to work 
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with adaptable access control for information access administrations in clouds. The interaction is less expressive of 

safety ensurement. 

[5] had portrayed a Data Security for Cloud Environment with Semi-Trusted outsider (DaSCE) which was the framework 

created to get the information when the issue of spillage of information stir. The framework created by them gives a 

few capacities, for example, (I) Management of key (ii) access control and (iii) record specific cancellation. For the 

administration of key they utilized the Shamir's (,) k n limit plan and they created the key with k out of n shares where 

they used more number of key directors to have one portion of the key by every one of the man agers. The 

requirement for the various key supervisors is that the cryptographic key disappointment at any wrongdoing gle 

focuses is kept away from. Spillage of information happens. 

[6] portrayed an original plan for QuBits steganography in light of versatile neu ral networks. Steganography in light of 

qubits string alongside the versatile brain networks with the reusing of the changed molecule swarm improvement 

calculation, and utilizing the upgraded general controlled NOT door and NEQR portrayal model with the ideal objective 

of the quantum ANNS (QANNs). In this plan, the cover picture is prepared to be more gathered. Then, at that point, in 

the got stego record, co efficients are ordered in view of their XORs. The recommended conspire tries not to go after of 

the touchy information such that recipient can ex parcel the data with practically no mistakes. Con sidering the 

preformed grouping, secret qubits won't be uncovered in the moving system and afterward with the utilization of 

reverse ex tracting, stego document will be acquired. The main elements that our work got are great transformation 

with human vision framework and recovery of information without getting mistake. 

By the general examination, crafted by [7] and [8] portrayed the best answers for limit the expense for the cycles 

performed by the cloud servers, and yet it neglects to guarantee security. [9] and [10] cleared up a structure for work 

with the relocation of multi part web applications that delineates about the entrance arrangements to work with 

adaptable information access control in clouds. However it guarantees information access control, it produces time 

intricacies. At long last [11] and [12] had portrayed a Data Security for Cloud Environment with Semi-Trusted outsider 

(DaSCE) which was the framework created to get the information, still the issue of spillage of information stimulate 

here. 

III Proposed Methodology 

An information facilitating administration in the cloud that includes three unique elements, the proprietor of the 

information, the client of the information and the server of the cloud. The proprietor of the information first registers 

in the cloud utilizing cloud processing administrations. The proprietor of the information has an assortment of F 

information archives to be moved to the server in the scrambled C structure. To empower scan ability on C for viable 

information usage, the information proprietor will initially fabricate a pursuit record I utilizing F's Lucene Indexer prior 

to re-appropriating, and afterward re-appropriate both the file I and the assortment of encoded archives C to the cloud 

server. The work manages productive calculations to appoint identifiers (ID) to clients in the cloud so that the FILE 

identifiers are unknown involving a disseminated computation without focal authority as the information is scrambled. 

Since there are N hubs, this task is basically a change of the whole numbers {1 ... .N} with each FILE that is known simply 

by the hub to which it is alloted. Our primary calculation depends on a technique for namelessly sharing 

straightforward information and results in strategies for the effective trade of intricate information. To scan the 

assortment of archives for specific catchphrases, an approved client who has a distinguishing proof and a particular 

assignment gains a relating K through our inquiry control systems. After getting T from an information client, the server 

in the cloud is answerable for looking through the file I and afterward returns the comparing set of encoded reports. To 

work on the exactness of report recovery, the cloud server should order the query output by some characterization 

rules (for instance, coordinate match) and relegate mysterious FILE ID [6] to the client in the cloud to Make the 

information cloud safer. What's more, to lessen the expense of correspondence, the client of the information can send 
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a discretionary k number along with the secret entryway T, so the server in the cloud just sends the top-k records that 

are generally pertinent to the inquiry of search. 

 

Figure 1.0 Proposed Architectural Flow Diagram 

 

The new plan should be implicit such a way that any approved clients can do a pursuit on scrambled information on  

various catchphrases. The new plan should work with clients who can inquiry the information base given that they have 

alleged hidden entryways for the hunt terms that approve the end clients to remember them for their questions. The 

new plan should offer numerous catchphrase  look in a solitary inquiry and positions the outcomes so the end client 

can recover the most pertinent matches in an arranged way. The new plan should give consents to just confirmed 

proprietors to re-appropriate the information to the cloud [5]. 

Blowfish is a well known security calculation that was created by Bruce Schneier in the coming of the year 1994. The 

calculation chips away at similar line as DES and consumes block blocks with squares of a size of 64 pieces. Blowfish 

turned out to be very well known after its appearance, since Bruce Schneier [1] himself is one of the most renowned 

specialists in cryptology and, most importantly, the calculation isn't licensed, open source is free and accessible for its 

utilization and changes. Blowfish is a 64-bit block figure with a variable length key. Characterize 2 distinct boxes: S 

boxes, one box P and four boxes S [3]. Considering that P box P is a one-layered field with 18 upsides of 32 pieces. The 

tables contain variable qualities; those can be carried out in the code or produced during every introduction. The 

casings S S1, S2, S3 and S4 each contain 256 32-digit values. Blowfish is a symmetric encryption calculation, and that 

implies that it utilizes a similar mystery key to encode and unscramble messages. Blowfish is likewise a square code [5], 

and that implies that it partitions the message into squares of fixed length during encryption and decoding. The square 

length for Blowfish is 64 pieces; Messages that don't have a size of products of eight bytes should be filled. Blowfish 

comprises of two sections: key development and information encryption. During the extension phase of the key, the 

key entered turns into a few lattices of sub-keys in an aggregate of 4168 bytes. There is the grid P, which is eighteen 

boxes of 32 pieces, and the cases S, which are four networks of 32 pieces with 256 passages each. After instatement of 

the string, the initial 32 pieces of the key are XORed with P1 (the initial 32-cycle enclose the network P). The second 32 

pieces of the key are XORed with P2, etc, until every one of the 448 or less key pieces have been XORed. Cycle through 

the key pieces getting back to the start of the key, until the whole set P has been handled. XORed with the key. 

Scramble the no string with the Blowfish calculation, utilizing the changed P network above, to get a square 64 pieces. 

Supplant P1 with the initial 32 result bits, and P2 with the second 32 result bits (from the 64-bit block). Utilize the 64-bit 

yield as information again in the Blowfish encryption, to get another square of 64 pieces. Supplant the accompanying 

qualities in the network P with the square. Rehash for every one of the qualities in the network P and every one of the 

squares S in order.Encrypt the entire zero chain utilizing the Blowfish calculation [12], utilizing the altered P lattice 
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above, to acquire a square of 64 pieces. Supplant P1 with the initial 32 result bits and P2 with the second 32 result bits 

(from the 64-bit block). Utilize the 64-digit yield as information again in the Blowfish encryption, to get another square 

of 64 pieces. Supplant the accompanying qualities in the framework P with the square. Rehash for every one of the 

qualities in the framework P and every one of the squares S all together. 

Multi-keyword situated collogue empower definite, successful and guaranteed request over scrabbled versatile cloud 

information. Security assessment had shown that different multikeyword look for configuration might do game plan of 

reports and record, secret entrance confirmation, hidden entryway unlinkability, and covering access instance of the 

solicitation client in a straightforward manner. Inside this design, we use a fruitful record to moreover update the 

interest sufficiency, and get the obviously handicapped limit framework to cover get to instance of the pursuit client. 

This construction fostered the available encryption for multi-watchword arranged explore the breaking point 

information. In particular, by thinking about the expansive number of reevaluated reports (information) in the cloud 

and used the importance score and k-closest neighbor strategies to create a fit multi-expression search for plot that can 

restore the arranged request things considering the accuracy. 

1. Cloud server has private key. Private Key will be utilized for Blowfish decoding 

2. Each Cloud client will likewise have private key. It will be utilized for Encryption. 

3. Client needs to store a report on cloud. 

4. First he will encode secret key (for example secret word) and Document. Then he will transfer the encoded record 

and scrambled secret key 

5. Server will create file for the new record by right off the bat unscrambling the archive. 

6. Subsequent to making file, secret key will get unscrambled by server utilizing Blowfish with private key 

7. Then, at that point, server will encode the report in the future with unscrambled secret key utilizing Blowfish 

calculation. Dispose of the decoded secret key and unique archive 

8. The Encrypted report, secret key and record will get put away on cloud server. 

9. Presently client needs to recover the report 

 10. Client will give a pursuit question; this inquiry will get encoded involving client's private key and shipped off server 

for search 

11. Search question will unscramble by server and looked in record 

12. Positioned outcomes will get shown to client 

13. Client will choose a report d1, and afterward server will request secret key 

14. On the off chance that the secret key coordinates with key put away on server the client will get conceded with the 

admittance to record and decoded report will returned accordingly. 

IV Conclusion 

We depict and conclude the difficult of multi-keyword positioned search over encoded cloud information, and make an 

assortment of protection necessities. Between various multi-keyword semantics, we select the compelling closeness 

proportion of "coordinate coordinating", i.e., as different matches as probable, to successfully catch the importance of 

re-appropriated records to the question correspondence . In this paper, we propose a unique accessible encryption 
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plans with high security level. The first can not just accomplish plot opposition between the cloud server and search 

clients, yet additionally can accomplish both forward security and in reverse protection. 

 

References 

[1] Q. Chen, Q. D.-J. of C. Applications, and undefined 2009, “Cloud computing and its key techniques,” en.cnki.com.cn, 

Accessed: Jul. 15, 2020. [Online]. Available: http://en.cnki.com.cn/Article_en/CJFDTotal-JSJY200909075.htm. 

[2] “Attribute based DRM scheme with dynamic usage control in cloud computing - IEEE Journals & Magazine.” 

https://ieeexplore.ieee.org/document/6827568 (accessed Sep. 07, 2020).  

[3] V  Goyal, O. Pandey, A. Sahai, and B. Waters, “Attribute-based encryption for fine-grained access control of 

encrypted data,” in Proceedings of the ACM Conference on Computer and Communications Security, 2006, pp. 89–98, 

doi: 10.1145/1180405.1180418. 

[4]  V. Gunavathy, and C. Meena, "A Survey: Data Security In Cloud Using Cryptography And Steganography". 

International Research Journal of Engineering and Technology, Vol.6, No. 5, pp. 6792 6797, 2019  

[5] Twofish : A 128 Bit Block Cipher by Bruce Schneier ,John Kelseyy, Doug Whitingz David, Wagnerx Chris Hall  

[6] “Analysis of AES and Twofish Encryption Schemes” IEEE Transaction 2011  

[7] Bradford, Contel, "7 Most Infamous Cloud Security Breaches - Storagecraft", Storagecraft Technology Corporation, 

2019, https://blog.storagecraft.com/7-infamous-cloud-securitybreaches/.Eng.  

[8] S. Zhu, X. Yang, and X. G. Wu, “Secure cloud file system with attribute based encryption,” in Proceedings - 5th 

International Conference on Intelligent Networking and Collaborative Systems, INCoS 2013, 2013, pp. 99–102, doi: 

10.1109/INCoS.2013.22. 

[9] Y. Peng, et al, "Secure Cloud Storage Based on Cryptographic Techniques", J China Univer. Posts Telecomm, Vol. 19, 

pp. 182 189, 2012. Doi: 10.1016/s1005-8885(11)60424-x  

[10] Yang K, Jia X (2014b) Expressive, efficient, and revocable data access control for multi-authority cloud storage. IEEE 

Trans Parallel Distrib Syst 25(7):1735–1744. 

[11]Govind S.Pole, Madhuri Potey, “ A Highly Efficient Distributed Indexing system based on large cluster of commodity 

machines” IEEE Transaction 2012 

[12G. C. Kessler, “An Overview of Cryptography”, https://www.garykessler.net/library/crypto.html, 2019 

 

http://www.jetir.org/

