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Abstract: The use of digital media applications , and copyright protection has obtained tremendous importance. Digital 

Watermarking is a technology used for the copyright protection of digital applications. A comprehensive approach for 

watermarking digital video is introduced. Hybrid digital video watermarking scheme based on Discrete Wavelet Transform 

(DWT) and Discrete Cosine Transform (DCT) has been proposed. Discrete Cosine Transform (DCT) with Principal 

Component Analysis (PCA) helps in reducing correlation among the wavelet coefficients. Wavelet decomposition of each 

video frame is done thereby dispersing the watermark bits into the uncorrelated coefficients. The video frames are first 

decomposed using DWT. The binary watermark is embedded in the low frequency wavelet coefficients. The imperceptible 

high bit rate watermark embedded is robust against various attacks that can be carried out on the watermarked video, such 

as filtering, contrast adjustment, noise addition and geometric attacks. 
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I. INTRODUCTION 
 

The rapid growth of Internet and networks technique, multimedia data transforming and sharing is common in today’s 

world. Multimedia data is easily copied and modified, so necessity for Copyright protection is increasing. Digital 

Watermarking has been proposed as technique for Copyright protection of multimedia data. The process of Digital 

Watermarking involves embedding and extraction of watermarked data in order to provide security. The embedding method 

must leave the original data perceptually un-changed, yet should impose modifications which can be detected by using an 

appropriate extraction algorithm. The digital content could be any data that the user likes to protect. The watermark is mainly 

used to authenticate the owner to ensure copyright protection. Digital watermarking refers to embedding of watermarks into 

a digital content. However a technique named DWT method for digital video watermarking is divided in two parts; they are 

Embedding watermark and Extracting watermark. 

 

This presents a new image encryption algorithm, which can improve the security of image during transmission more 

effectively. As a result, it’s important for creators and distributors to protect their copyright and ownership of their digital 

media. In this background, watermarking technique is an effective method to solve the problem, and it has been widely used 

in the copyright protection. Now the digital video watermarking technique has become the focus of the theoretical research 

and practical application. Many schemes have achieved good results both in security and robustness. However, some 

practical technical problems have not been a better solution. Many schemes are at the cost of complex theory and large 

computational quantity in order to obtain a better robust scheme, which is difficult to meet the real-time requirement, such 

as the broadcast monitoring, digital television system, etc. 
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II. LITERATURE REVIEW 

 

Sadik. A.M .Al-Taweel et al. proposed a novel DWT-based video watermarking algorithm based on a three-level DWT 

using Haar filter which is robust against geometric distortions such as Downscaling, Cropping, and Rotation. It is also robust 

against Image processing attacks such as low pass filtering (LPF), Median filtering, and Weiner filtering. Furthermore, the 

algorithm is robust against Noise attacks such as Gaussian noise, Salt and Pepper attacks. [1] 

Min-Jeong Lee et al. proposed a real-time practical video watermarking technique on the compressed domain for HD video 

that is robust against video processing attacks. They focused on commonly used video processing such as downscaling, 

resolution, frame rate changing, Trans coding and developed for the broadcasting service. Video sequences consist of a 

series of consecutive still images or frames. [2] 

Suppat Rungraungsilp et al. proposed a method for adding watermark that is hiding information into QR Code and compare 

for measure of performance in DFT and DWT domain. QR Code (Quick Response Code) embedded technique for invisible 

watermarking by using Discrete-Fourier-Transform (DFT) compare with Discrete-Wavelet-Transform (DWT). [3]  

  

Shanjun Zhang et al. proposed a novel watermarking method based on discrete wavelet transform (DWT) to embed QR 

codes into still digital images. Almost a technique embeds watermarks in the frequency domain, such as DCT and DWT. 

One of the most difficult problems in digital video watermarking is watermark recovery from images with possible 

perturbations, including, degradation due to noise or compression, transformation by filtering, re-sampling, and other 

intentional or unintentional operations. The watermark should be selected and be properly dealt with such that it does not 

corrupt t [4] 

G. Langelaar et al. proposed an innovative practical video watermarking scheme based on MPEG-2.They check robustness 

and imperceptibility of the scheme. Robustness means that the watermarked data can withstand different image processing 

attacks and imperceptibility means that the watermark would not introduce any perceptible facts. Watermarking systems 

can be classified to three main types which are non-blind, semi-blind, and blind according to whether the original media is 

required or not during the extracting procedure. Non-blind technique requires the original image semi-blind technique only 

needs the watermark; and blind technique requires neither the original image nor the watermark. [5] 

Gaurav bhatnagar et.al. proposed a method “Wavelet packet transform-based robust video watermarking technique” a 

wavelet packet transform (WPT)-based robust video watermarking algorithm is proposed. A visible meaningful binary 

image is used as the watermark. First, sequent frames are extracted from the video clip. Watermark is embedded in the 

robust sub-bands based on the relationship between wavelet packet coefficient and its 8-neighbour (D8) coefficients 

considering the robustness and invisibility. Experimental results and comparison with existing algorithms show the 

robustness and the better performance of the proposed algorithm.[6] 

S.Nafees Ahmed et al. proposed video data embedding scheme the embedded secret data is randomly segmented and 

reconstructed without knowing the original host video. Secret data is embedded in individual video frames using the 

frequency domains of DWT. In this paper, embeds different parts of a single watermark into different scenes of a video 

under the discrete wavelet domain. To increase robustness of the scheme, the watermark process is carried out in the video. 

In video data embedding scheme the embedded secret data is randomly segmented and reconstructed without knowing the 

original host video. Secret data is embedded in individual video frames using the frequency domains of DWT. [7] 

     Kesavan Gopal et al. proposed Watermarking of Digital Video Stream for Source Authentication Watermarking in real 

time will solve the source authentication issues. The parties involved in real time stream exchange, checks the authenticity 

of the data received, by extracting the watermark bits embedded in the stream. This watermark can be introduced into the 

video stream at source, channel or at the receiver side. In our work, we propose a simple video streaming authentication 

system using watermarking at the source principle rather than at video delivery or at channel.[8] 

Tamanna Tabassum et al. proposed" A Digital Video Watermarking Technique Based on 

Identical Frame Extraction in 3-Level DWT" In the proposed method, first the host video is divided into video shots. Then 

from each video shot one video frame called identical frame is selected for watermark embedding. Then the proposed 

watermark embedding process, including identical frame extraction technique is 3-Level-DWT, Watermark embedding, 

Watermark detection. Perceptibility expresses amount of distortion caused by watermark embedding. In other words, it 
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indicates how visible the watermark is. It is measured by peak signal-to-noise ratio (PSNR). the time has been positions and 

their intensity level. [23] 

Pik-Wah Chan et al. DWT-based Digital Video Watermarking Scheme with Error Correcting Code"digital video 

watermarking algorithm is proposed. We present a novel DWT-based blind digital video watermarking scheme with 

scrambled watermark and error correcting code. Our scheme embeds different parts of a single watermark into different 

scenes of a video under the wavelet domain.[10] 

 Mr Mohan A Chimanna et al. Digital Video Watermarking Techniques for Secure Multimedia Creation and Delivery digital 

media applications, multimedia security and the copyright protection has gained tremendous important. Digital 

watermarking is a technology used for the copyright protection of digital application. In this paper we have compressive 

approach for digital video watermarking is introduced, were watermark image is embedded in to the video frame each video 

frame is decomposed in to sub images using 2 level Discrete Wavelet Transform (DWT) and Principal Component Analysis 

(PCA) Transform is applied for each block in the two bands LL & HH combining the two transform improved the 

performance of the watermark algorithm. In this paper we proposed an imperceptibility and robust video watermarking 

algorithm based on Discrete Wavelet Transform (DWT) and Principal Component Analysis (PCA).[11] 

G.Prabakaran et al."A Robust QR- Code Video Watermarking Scheme Based on SVD and DWT Composite" Domain The 

2D Barcode with a digital watermark is a widely interesting research in the security field. In this paper propose a video 

watermarking with text data (verification message) by using the Quick Response (QR) Code technique. The QR Code is 

prepared to be watermarked via a robust video watermarking scheme based on the (singular value decomposition) SVD and 

(Discrete Wavelet Transform) DWT. In addition to that logo (or) watermark gives the authorized ownership of video 

document.SVD is an attractive algebraic transform for watermarking applications. SVD is applied to the cover I-frame. [12] 

Dr. G.R. Gnana King et al. “An efficient video watermarking scheme for cancelling data records using LabView.” In this 

work they proposed a watermarking algorithm for hiding the data securely over the public network. A watermark is 

embedded into YCBCR (Y-Luminance, CB-Chrominance Blue, and CR-Chrominance Red) colour channels of each video 

frame using Discrete Wavelet Transform with Principle Component Analysis. The process of digital watermarking involves 

the modification of the original multimedia data to embed a watermark containing a key information such as authentication 

copyright codes. The embedding method must leaving the original data perceptually unchanged, yet should expose 

modification which can be detected by using an appropriate extraction algorithm. This method is implemented using 

LabVIEW [13]. 

Lovika V et al.  LabView Based Implementation of Image Denoising Algorithm using Wavelet Transform. Image denoising 

is the technique used to remove the noisy components from the image and also to preserve the information carrying 

components. Noise can be introduced in the image for various reasons as well as in different steps in image processing like 

image acquisition or image compression. Wavelet transforms method using Neigh SURE (Stein’s Unbiased Risk Estimator) 

thresholding is applied for image denoising because of some distinct advantages offered by the technique like its 

quantization property. This method will be implemented on LabVIEW.[14] 

Kesavan Gopal et. al. a proposed a method “Watermarking of Digital Video Stream for Source Authentication” A watermark 

is introduced in the stream either at source, channel or at the receiver. where one or more recipients can access, decodes and 

displays the video in real time. With the growing demand for the use of digital video streaming in many applications like 

real-time video conferencing, Video on Demand (VoD) [15] 

 

 Yusuf Perwej et. al. a proposed a method “ Copyright Protection of Digital Images Using Robust Watermarking Based on 

Joint DLT and DWT’ Digital image watermarking algorithm based on transforming domain. We are proposing a robust 

combined Discrete Laguerre Transform (DLT) and Discrete Wavelet Transform (DWT) watermark transformation 

algorithm. The combined of DLT and DWT, the proposed system achieves significantly higher robustness of the method 

against some common image processing.Discrete Laguerre Transform (DLT) and Discrete Wavelet Transform (DWT) are 

two such popular transforms, operating in the frequency domain.[16] 

 

 Loganathan et.al. a proposed a method “ A Robust Video Watermarking Algorithm for Content Authentication using 

Discrete Wavelet Transform (DWT) and Singular Value Decomposition (SVD)”  These two watermarks are embedded into 
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the cover video based on the sub-band selection scores This transform is composed of small waves, called wavelets with 

varying frequency and limited duration. Wavelet transform offers both spatial and frequency description of an image.[1 

 

 

 

 

 

 

 

 

III. CONCLUSION 

A text watermark is embedded over a real time video as and when the video is recorded. This enhances authentication and 

copyright protection when the video is transferred over a public network. It is found that imperceptibility is high and number 

of pixels that can be embedded in the video is also high. It is robust against various attacks. An adaptive FPS technique is 

used to automatically adjust the settings of the camera according to the system used. Correlations of the frame among 

wavelet coefficients are reduced and PSNR metric is enhanced to maintain the quality of the video. An adaptive FPS 

technique is used to automatically adjust the settings of the camera according to the system used. The pattern recognition is 

made easier and determines how to use an image into a computer vision application, through object detection and the use 

of other functionalities of LabView suggest that the use of LabView as an excellent platform to develop robotic projects as 

well as vision and image processing applications. The main disadvantage of the proposed system is that it occupies a large 

space since the number of bits to embed is higher, it can be resolved by either minimizing the bits or by developing an 

efficient algorithm. Security measures can be enhanced such as identifying video cracking attacks. 
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