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Abstract— A complete semantics-based behavior recognition approach that depends on object tracking has been introduced in this 

project. The proposed framework obtains 3-D object level information by detecting and tracking people in the scene using a blob 
matching technique. Based on the temporal properties of these blobs, behaviours and events are semantically recognized by employing 

object and inter object motion features. A number of types of behavior videos that are relevant to security in public transport areas 
have been selected to demonstrate the capabilities of this approach. Examples of these are abandoned and stolen objects, fighting, 

fainting, and loitering. Using some videos, the experimental results presented here demonstrate the performance this approach. 
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INTRODUCTION 
 

Police and security staffs are dependent on video surveillance systems to facilitate their work. These systems plays more important role in large 
public transportation areas such as metro stations and airports.The function of an automated surveillance system is to draw the attention of 
monitoring personnel to the occurrence of a user-defined suspicious behavior when it happens. Two challenges mainly come while developing 
fully automated behavior recognition. First, objects of interest such as people and luggage in a scene which must be found robustly, classified 
and tracked through time. Second, a stable means of describing events must be found. 
The majority of researchers till now have invoked machine learning to detect suspicious behavior. The system proposed here is a complete 
semantics-based solution to the behavior detection problem that addresses the whole process from pixel to behavior level. 
In contrast, the semantic approach replaces this need for training with a more straightforward process based on human reasoning and logic. This 
is a more feasible and viable method. This project assumes that foreground blobs are extracted in each frame using a conventional background 
subtraction method. 
 
 

AUTOMATED SURVEILLANCE SYSTEM 
 

Surveillance system is the process of locating moving objects over time using a camera. It has a variety of uses, some of them are: human-
computer interaction, security and surveillance, video communication and compression, augmented reality, traffic control, medical imaging and 
video editing. It can be a time consuming process due to the amount of data that is contained in video. So its need of using object recognition 
techniques for tracking makes the process of video tracking more complex.To perform the system, an algorithm analyzes sequential video 
frames and tracks the movement of targets between the frames. There are two major components of a visual tracking system: target 
representation and localization, as well as filtering and data association.Target representation and localization is mostly a bottom-up process. 
Locating and tracking the target object successfully is dependent on the algorithm. 
  

EXISTING SYSTEM 
 

Behaviour recognition is a broad term that covers a number of categories of activities, which require different means of detection to describe 
suspicious behaviors and activities in public transportation systems. Most of the existing systems focus on detecting a single type of behavior 
rather than providing a generic framework. For example, abandoned luggage detection is usually handled using low-level background 
subtraction methods. These methods are useful for detecting stationary foreground objects but hardly so for other complex types of behavior 
such as loitering or fighting, which requires experimentation and fine-tuning. This is because such behaviors manifest a broad range of 
variations and are very difficult to model, even if based on reasoning. 
  

PROPOSED SYSTEM 

The proposed system focuses on detecting suspicious behavior in public transportation systems. First, the proposed framework obtains 3-D 

object-level information by detecting and tracking people and luggage in the scene using a blob matching technique. Based on the temporal 

properties of these blobs, behaviors and events are recognized by employing object and inter-object motion features. A number of types of 

behavior that are relevant to security in public transport areas have been selected to demonstrate the capabilities of this approach. he framework 

performs object tracking in each frame, and then it goes for behavior recognition for every frame. The operation is followed by background 

subtraction. Further, the color histograms used seem to provide low complexity while simultaneously dealing with constantly occluding patterns. 

In addition to the single-object features, the inter-object features between every combination of two objects are also stored in historical 

sequence. 
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Fig.1Proposed System architecture 
 
 

 
 
 
 
 
 
 
 
 

1. Object Modelling and Blob-To-Object Matching 
 

In object tracking approach, at each frame, a list of objects is updated by matching blobs in the current frame with objects from the previous one. 
This matching process is not necessarily one to-one. To match blobs and objects in two consecutive frames, color histograms and spatial 
information are used. The color histograms are all examined to ensure a correct update. 

2. Occlusion Handling 
 

Occlusion handling is a critical task because it bears on the robustness of object tracking and coherence. In this framework,  the issue of which 
objects are occluding which is completely ignored. Dummy objects are also created for the pool that exhibits the adaptive appearance model 
necessary for blob matching. In a nutshell, the system also renders the phenomenon of occlusion into a split or merge problem. Merges and 
splits of blobs are checked before any one-to-one associations are made. 

 
3. Object Creation and Removal 

 
After all blob-to-object matching cases of merging, splitting, and one-to-one matches have been processed, some of the remaining blobs and 
objects may still remain unmatched. An unmatched blob is ideally a new object that has just appeared in the scene. Therefore, a new object is 
created for each unmatched blob. On the other hand, an unmatched object could also be either an object that has just left the scene or one 
whose blob has been falsely undetected due to some failure in background subtraction. Therefore, a grace period of a few seconds is provided 
to allow for the object’s recovery. 

 
4. Behavior Semantics Recognition  

Following types of behavior is classified by the proposed system: 

 
1) Loitering: Loitering is useful for detecting a number of public transit situations such as drug dealing. It is defined as “the presence of 
an individual in an area for a period of time longer than a given time threshold.”  

 
2) Fighting: The system indicate that the most reliable means for defining fights is in terms of the frequency of object splitting, merging 
or a presence of high dynamic level of activity.  

 
3) Meeting and Walking Together: Although generally not considered to be suspicious, meeting and walking together may be useful in 
certain surveillance scenarios. This would be particularly the case were face recognition included as a feature. For an example, it might be 
pertinent for security purposes to flag individuals that meet with a suspicious individual.   
 
ALGORITHM USED 
1. START   
2. Load The Video.   
3. Convert the Video into frames.   
4. By using Gaussian filter remove noise from the   
                 frames.   
5. Once the noise removal takes place, For CBS (Conventional Background Subtraction) frame differencing is used.   
6. On CBS processed Frames Blob to object matching is performed by finding color histogram for each frames and checking for 
intersections if the TH value is greater than the specified range then the occlusion is detected, else no occlusion into the video.   
7. If the occlusion is detected in the video it handles merge and splits of the objects by using Kalman Filter.   
8. After merging it will check for unmatched blobs if it is foundrepeat step 5 to 8.the behaviors in the video loaded are 

 
9.  classified and the message will be shown accordingly.   
10. END  
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CONCLUSION 

 
The proposed approaches ensure performance, adaptability, robustness against camera nonlinearities, ease of interfacing with human operators, 
and elimination of the training required by machine-learning-based methods. Detection of suspicious activities in public transport areas using 
video surveillance has attracted an increasing level of attention. In the project, suspicious behavior of the people in public area from the recorded 
video is identified using cluster matching. A complete semantics-based behaviour recognition approach that depends on object tracking has been 
introduced and extensively investigated. The approach begins by translating the objects obtained by background segmentation into semantic 
entities in the scene. Ultimately, behaviours are semantically defined and detected by continuously checking these records against pre defined 
rules and conditions. 
This approach ensures performance, adaptability, robustness against clutter and camera nonlinearities, ease of interfacing with human operators, 
and elimination of the training required by machine-learning-based methods. Experimentation was carried out on multiple standard publicly 
available data sets that varied in terms of crowd density, camera angle, and illumination conditions. The experimental results demonstrated 
successful detection of the various activities of interest. 
This approach ensures performance, adaptability, robustness against clutter and camera nonlinearities, ease of interfacing with human operators, 
and elimination of the training required by machine-learning-based methods. Experimentation was carried out on multiple standard publicly 
available data sets that varied in terms of crowd density, camera angle, and illumination conditions. The experimental results demonstrated 
successful detection of the various activities of interest. 
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