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ABSTRACT 

Our rule is to give a tolerable, capable system for hiding the data from developers and sent to the objective in 

a secured manner. This proposed structure won't change the size of the report impressively in the wake of 

encoding and besides sensible for a sound record plan. As a future expansion we can use the encoding 

estimation name as RSA, ECC for data encryption which will offer security to the data that if any software 

engineer can unscramble data from the archive so won't have the choice to decode the data as it won't be in 

cautious structure and moreover we can work with finding the gainful region finding in the sign by using the 

swarm understanding computation for a model ACO (underground bug state improvement), GA (Genetic 

count, etc.) 

 

INTRODUCTION 

 

Steganography can be characterized as the workmanship and study of undetectable correspondence. This is 

cultivated through concealing data in other data, along these lines concealing the presence of the imparted 

data. The requirement for made sure about correspondence presents the idea of "steganography". 

Steganography, the word itself shows that data inside data; it is the best system to shroud the mystery data by 

utilizing spread items. Mystery data might be a book, picture or a sound record. The word steganography 

originates from Greek word steganos which means secured or mystery and the graphy implies composing or 

drawing. Along these lines, strict significance of steganography is "secured expressing" [1] 

 

 

 

 
 

Fig1. Steganography 

 

 

 

 

In sound Stenography the shortcoming of the Human sound-related framework is utilized to shroud data in the 

sound. Anyway implanting mystery messages in computerized sound is typically a progressively troublesome 

procedure at that point inserting information in other media and can shroud information into a host signal is 

perceptually straightforward [1]. Inserting data into sound Stenography appears to be progressively secure 

because of less steganalysis methods for assaulting to sound. Besides, characteristic affectability and trouble 
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of chipping away at sound and improvement in related procedures is required. All these Stenography systems 

manage a couple of normal sorts of Stenography methodology relying upon the variety of the host media. That 

implies the spread item or bearer object which will be utilized to shroud the information. 

 

Audio terms: 

 Sampling is the process in which the analogue values are only captured at regular time intervals. 

 Quantisation converts each input value into one of a discrete value. 

 Popular sampling rates for audio include 8KHz,9.6KHz,10KHz,12KHz,16KHz,22.05KHzand 

44.1KHz. 

Encoding Algorithm and Decoding Algorithm 

 

 Encoding Steps  

  

1. Input the text to be embedded. 

2. Convert the text into 5 bit code by checking the redundancy in binary code of alphabets and numbers. 

3. Read WAV audio file as cover file. 

4. Select audio sample and hide the converted 5 bit code of the text in WAV file using LSB 

   algorithm. 

5. Repeat till the whole message can be embedded in audio. 

4.3.2 Decoding Steps 

1. Read the stego-object i.e. cover audio after encoding. 

2. Extract the message by reading the control symbols in samples and reading LSB. 

3. Select all samples and store all LSB position bits in array. 

4. Divide the array into number of rows and columns 

5. Display the secret message. 
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RESULT ANALYSIS 

1st: A blank GUI was created. 

 

 

2nd: Blank GUI was created to start with project. 

 
 

3rd : Axes was created to get audio signal. 

 
 

 

4th: Push button, Static button and Edit text was created for encoding 

       operation. 

 
 

5th : A GUI for Steganography was created to perform Steganography using 

        LSB technique. 
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6th: Audio file is loaded in an axes1. 

 
 

7th:  Data is entered to hide and processing done. 

 
 

8th:  A GUI with axes1 to perform reverse operation was created in which two 

        push buttons, one static button and one edit text was used. 

 
 

9th: A GUI to perform reverse operation (Decoding) was created i.e. to extract 

        data from steganography. 
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10th: Data Decoding 

 
 

11: Get an audio file back to get decoded data . 

 

 
 

12th : By using decoding message hided will be decoded back. 

 

 
 

 

CONCLUSION 

 

As a conclusion after implementing the LSB algorithm in steganography of audio signals are seem more 

efficient and secured than the other media as image or text encryption. The result of the technique 

implemented in this project is much secured and can be enhanced further by implementing the encoding 

algorithm. So the overall performance of the system designed in this project is much secured, robust and the 

efficient for data communication using audio files as a medium.  
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