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1.Abstract 

Technologies that enable network connectivity 

on an as-needed basis are referred to as ad-hoc 

networks. Actually, the word "ad hoc" comes 

from the Latin "for this purpose." It's 

frequently used to characterize impromptu 

solutions created with a specific goal in mind. A 

network connection created for a single session 

without the need for a router or wireless base 

station is referred to as an ad-hoc network in 

computer networking. To transmit a file to your 

friend's laptop, for instance, you may set up an 

ad hoc network between your computer and the 

friend's laptop. An Ethernet crossover cable or 

the wireless cards on the PCs can be used for this 

kind of communication. An ad hoc network that 

can transfer data over several nodes can be set 

up if you need to share files with more than one 

machine. Ad-hoc networks are essentially 

transient network connections made for certain 

tasks (such moving data between computers). A 

network is simply a local area network (LAN) if 

it is configured for a longer duration. A wide 

range of network paradigms are covered by ad-

hoc networking, such as airborne, underwater, 

subterranean, mobile ad-hoc networks 

(MANETs), wireless sensor networks (WSNs), 

vehicular ad-hoc networks (VANETs), home 

networks, and so on. Numerous uses in 

economic, military, and civilian domains are 

anticipated. The academic and engineering 

groups have been paying more and more 

attention to ad-hoc networks lately.  

2.Introduction 

One kind of decentralized wireless network is a 

wireless ad hoc network (WANET) or mobile ad hoc 

network (MANET). Because it doesn't rely on an 

existing infrastructure, such routers or wireless 

access points, the network is ad hoc. Rather, every 

node takes part in routing by transmitting 

information to other nodes. Depending on the 

routing algorithm being used and the network 

connectivity, nodes are selected dynamically to 

forward data. Devices can construct and join 

networks on the fly with the help of these wireless 

networks because they don't require complicated 

infrastructure setup or administration. Because 

each device in a MANET is free to move in any 

direction on its own, it will regularly switch links 

with other devices. Every one of them needs to act 

as a router in order to forward traffic unrelated to 

its own usage. Equipping every device to 

continuously maintain the data needed to 

appropriately route traffic is the key problem in 

developing a MANET. The desire to route packets 

to and through every other node, the percentage 

of overhead traffic required to maintain real-time 

routing status, the fact that each node has its own 

goodput to route independently and unaware of 

others' needs, and the requirement that all nodes 

share a limited communication bandwidth—such 

as a portion of radio spectrum—make this more 

difficult to accomplish as the MANET grows in size. 

These networks could run independently or be a 

part of the wider Internet. They could have one, 
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several, or distinct transceivers connecting the 

nodes. This leads to an autonomous, highly 

dynamic topology. MANETs typically consist of an 

ad hoc link layer network with a routable 

networking environment on top of it. [9] 

                           

 

3.History 

Packet Radio: The Défense Advanced Research 

Projects Agency (DARPA) funded PRNET, the 

packet radio network, which was the first wireless 

data network in the early 1970s. These early 

systems were created, constructed, and tested by 

Bolt, Beranek and Newman Inc. (BBN) and SRI 

International. The Survivable Radio Network 

(SURAN) project was one of the latter DARPA 

experiments, which was conducted in the 1980s. 

The Near-term digital radio, a replacement for 

these systems, was put into service for the US 

Army in the middle of the 1990s and subsequently 

by other countries.  

With the introduction of low-cost 802.11 radio 

cards for personal computers in the mid-1990s, a 

third wave of scholarly and research work got 

underway. Present-day ad hoc wireless networks 

are mostly intended for military use. Packet radio 

issues include: (1) large components; (2) sluggish 

data transfer speeds; and (3) inability to sustain 

links in the event of excessive mobility. Until the 

emergence of wireless ad hoc networks in the early 

1990s, the project did not move forward very far. 

[6] 

Introduction of WANETs (also known as 

MANETs): Since the mid-1990s, MANETs have 

been a hot study area because to the rise of laptops 

and 802.11/Wi-Fi wireless networking. Numerous 

scholarly articles assess protocols and their 

performance under the assumption of different 

levels of mobility inside a confined space, often 

with all nodes located within a short hop of one 

another. Then, several protocols are assessed using 

metrics like network performance, packet drop 

rate, routing protocol overhead, end-to-end packet 

delays, scalability, etc. Early in the 1990s, Charles 

Perkins of SUN Microsystems USA and Chai 

Keong Toh of Cambridge University began 

working independently on an alternative kind of the 

Internet: a wireless ad hoc network. Perkins was 

tackling problems related to dynamic addressing. 

Toh developed associativity-based routing, or 

ABR, a novel routing protocol. Distributed 

distance vector routing was eventually the 

foundation for Perkins' proposed Destination 

Sequence Distance Vector routing, or DSDV. Toh 

suggested an on-demand routing system, in which 

routes are found in real time, as and when they are 

needed. The IETF received ABRs as RFCs. Linux 

OS on Lucent WaveLAN 802 successfully 

integrated ABR.Thus, in 1999, it was demonstrated 

that an ad hoc mobile network could function using 

laptops that supported IEEE 802.11a. After that, 

AODV, a different routing protocol, was presented, 

validated, and put into use in 2005. Dynamic 

Source Routing, or DSR, was suggested in 2007 by 

David Johnson and Dave Maltz. [6] 

 

4.Characteristics of ADHOC and 

Wireless Network 

ADHOC and Wireless Network have various 

characteristics, some of the are: 

Multiple-hop Communication: To facilitate multi-

hop communication, ad hoc networks are needed 

due to the restricted signal propagation range of 

wireless transceivers. Fairness problems as well as 

exposed and concealed terminals are brought 

about by this multi-hop connection.[8] 

 Network Autonomy: The primary distinction 

between a wireless ad hoc network and a 

conventional communication network is that the 

former does not require the presence of an 

information infrastructure at any given moment or 

location. This is a personal communication method 

as well.[8] 

Distributed control: Within the wireless ad hoc 

network, the user nodes perform separate roles as 

hosts and routers. A network center control point 

does not exist. All user nodes are in the same 

status. Since distributed control is typically used in 

network routing protocols, they are highly robust. 

Invulnerability and stickiness. Because of the 

presence of centralized control devices like base 

stations, routers, or network control centers, user 
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terminals and their locations are not equal in 

typical communication networks.[8] 

Node that limits energy: Batteries are the source 

of energy needed by the mobile node to function. 

Power consumption reduction will have a 

significant impact on network protocol design.[8] 

Limitations on bandwidth and fluctuating 

network capacity: The underlying communication 

method of the wireless ad hoc network is wireless 

transmission technology, which has a lower 

capacity than the wired channel. Additionally, the 

actual bandwidth of the mobile node is less than 

the theoretical maximum bandwidth value due to 

a number of factors including multi-access, multi-

path fading, noise, and signal interference.[8] 

Adaptive topology: Nodes can move anywhere at 

any time. Furthermore, the network architecture 

has been subject to sudden, unforeseen 

alterations due to the rapid changes in wireless 

propagation conditions.[1][8] 

Restricted security: Because mobile wireless 

networks use wireless channels and have limited 

power sources and distributed control, among 

other factors, they are generally more susceptible 

to security attacks than wired networks. 

Eavesdropping, spoofing, and denial of service are 

some examples of these security attacks.[1][8] 

5.Types of ADHOC and 

Wireless Network 

Ad hoc wireless networks can be further divided 

into the following types: 

Mobile Ad-hoc Network (MANET): A mobile area 

network (MANET) is made up of several mobile 

devices that join together to establish a network as 

needed, independent of any fixed stations or pre-

existing internet infrastructure. An autonomous 

system of nodes, or MSs (also acting as routers), 

connected by wireless links, is known as a MANET. 

Together, these units create a communication 

network that is represented as an arbitrary 

communication graph. This is in contrast to the 

well-recognized single hop cellular network 

paradigm, which depends on stationary base 

stations and a cable backbone to serve wireless 

communication demands between two mobile 

nodes. There is no such infrastructure in a MANET, 

and because nodes are mobile and have limited 

transmit power, which limits access to the node 

only within its immediate vicinity, the network 

topology may fluctuate dynamically and 

unpredictably. In essence, MANETs are peer-to-

peer, multi-hop wireless networks where data 

packets are sent via intermediary nodes in a store 

and forward fashion from a source to any 

destination.[4][5][9][10] 

Vehicular Ad-hoc Network (VANET):  When 

mobile ad hoc networks (MANETs)—which are 

characterized by the impromptu formation of a 

wireless network of mobile devices—are applied 

to the domain of cars, vehicular ad hoc networks 

(VANETs) are produced. The term "car-to-car ad 

hoc mobile communication and networking" refers 

to applications that first made reference to and 

debuted VANETs in 2001. These applications allow 

for the development of networks and the sharing 

of data between vehicles. Road safety, navigation, 

and other roadside services will be provided by 

vehicle-to-vehicle and vehicle-to-roadside 

communications architectures coexisting on 

VANETs, as demonstrated. Intelligent 

transportation systems (ITS) are built around 

VANETs. Intelligent transportation networks are 

another name for VANETs. It is believed that they 

have developed into a more comprehensive 

"Internet of vehicles". which is anticipated to 

develop into a "Internet of autonomous vehicles" 

in the end. Although VANETs were first thought to 

be a simple one-to-one application of MANET 

principles in the early 2000s, they have 

subsequently grown into a distinct area of study. 

By 2015, the term VANET has mostly been 

replaced by the more general term inter-vehicle 

communication (IVC), with the emphasis still being 

on spontaneous networking and less on the 

utilization of infrastructure like as cellular 

networks or Road Side Units (RSUs).[2][8] 

Smartphone ad hoc networks (SPANs): Wireless 

ad hoc networks that use smartphones are known 

as smartphone ad hoc networks, or SPANs for 

short. A collection of nearby cell phones that have 

been equipped with ad hoc networking technology 

can work together to form an ad hoc network. Ad 

hoc networks on smartphones leverage the 

hardware already present in commercially 

available smartphones, mainly Bluetooth and Wi-

Fi, to establish peer-to-peer networks without 
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depending on wireless access points, cellular 

carrier networks, or conventional network 

infrastructure. Wi-Fi SPANs leverage the 

transparent neighbour and route discovery 

method of Wi-Fi ad-hoc mode, which enables 

direct phone communication. Unlike conventional 

hub-and-spoke networks like Wi-Fi Direct, SPANs 

allow relays and multi-hop routing, often known as 

ad hoc routing. Additionally, since there is no 

concept of a group leader, peers are free to join 

and leave the network whenever they choose 

without causing it to collapse.  In situations like 

conferences, music festivals, or natural disasters, 

when the conventional network is overburdened 

or unavailable, SPANs can be helpful. Data 

delivered straight from device to device is free, 

they are popular among young people in the US 

who are looking to save money.[1] 

Wireless Mesh Network (WMN): Mesh clients and 

mesh routers make up a WMN. Mesh routers are 

the backbone of the mesh, providing minimal 

mobility to mesh clients. Furthermore, a mesh 

router is typically outfitted with numerous wireless 

interfaces built on either the same or alternative 

wireless access technologies in order to further 

increase the versatility of mesh networking. 

Furthermore, mesh routers' bridge/gateway 

features make it possible to integrate with other 

networks. Moreover, WMNs are distinguished by 

uncommon node failures and rarely topological 

changes. WMNs can be divided into three 

categories based on their architecture: hybrid, 

infrastructure/backbone, and client. Mesh clients 

in infrastructure WMNs can only connect to the 

network via the mesh routers. While hybrid WMNs 

mesh clients can join the mesh network by 

connecting to each other or the mesh backbone, 

client WMNs mesh nodes make up the actual 

network. Large-scale wireless networks can be 

easily constructed with WMNs thanks to their 

various configurations. [3] 

6.Advantages of ADHOC and 

Wireless Network 

Ad hoc networks offer several advantages over 

infrastructure networks: 

Easy Setup: Ad hoc mode is simpler for connecting 

a few devices without needing a centralized access 

point, allowing users to create a temporary Wi-Fi 

network without a router. [1] 

Cost-Effective: They enable direct communication 

between devices without the need for costly 

infrastructure like routers or access points. [1] 

Time-Efficient: Ideal for quick setups where laying 

cables isn't practical, offering fast communication 

with nearby devices. [1] 

Optimal for Limited Devices: With fewer 

connected devices, ad hoc networks experience 

less traffic and better bandwidth quality compared 

to standard infrastructure networks. [1] 

7.Drawbacks of ADHOC and 

Wireless Network 

While it may quickly establish a functional 

network, wireless ad hoc networking has several 

drawbacks. Some are listed below: 

Constraints of some devices: The fact that certain 

Wi-Fi-enabled devices, such as some Android 

smartphones, wireless printers, and specialized IoT 

sensors, don't support ad hoc mode due to its 

constraints and will only connect to networks in 

infrastructure mode by default, is a significant 

disadvantage of wireless ad hoc networking. Ad 

hoc communications can occasionally be made 

possible on endpoint devices by installing third-

party software.[1] 

Not efficient for setting up large and permanent 

networks: For larger and more permanent 

networks that can accommodate many more 

endpoints, infrastructure mode is preferable over 

ad hoc mode. Access point-functioning wireless 

routers usually have more powerful wireless radios 

and antennas that can cover larger areas. Since the 

antennas integrated into ad hoc networks were 

not intended to be as strong as those found in 

WAPs, these networks frequently experience 

problems with low wireless communication 

range.[1] 

Poor scalability: Moreover, ad hoc networks are 

not very scalable. An ad hoc network gets more 

difficult to maintain as the number of devices 

grows since there is sometimes no single device 

through which all data passes. For instance, 

additional wireless interference may arise when 

multiple devices are connected via a P2P MANET 

ad hoc network since each device must connect 

directly to every other device rather than via a 
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hub-and-spoke architecture's single access point. 

Data is passed through other devices when a 

device is too far away from the device it needs to 

connect to; this is slower than data being passed 

through a single access point operating as a 

centralized wireless bridge.[1] 

Lack of security: Lack of network infrastructure 

services, such as access to a RADIUS (remote 

authentication dial-in user service) server for 

802.1x authentication, limits the security solutions 

available.[1] 

Performance issue due to sharing of internet:  

Only one device at a time can access the internet 

and share it with other devices. An example of this 

would be a smartphone connected to a cell phone 

that is using an ad hoc network in "hotspot" mode. 

The client executing this function may experience 

performance issues when internet sharing is 

enabled, particularly if there are numerous 

connected devices. When devices are moved 

around in the physical network layout, ad hoc 

mode necessitates the usage of greater endpoint 

system resources; on the other hand, an access 

point in infrastructure mode usually stays stable 

from an endpoint perspective resulting in good 

performance.[1] 

8.Application of ADHOC and 

Wireless Network 
 

The ad hoc networking technology is gaining effort 

with the growing number of widespread 

applications due to the rise in lightweight devices 

and advancements in wireless communication. 

Anywhere, at any time, with little to no 

communication infrastructure, ad hoc networking 

can be employed. The infrastructure from before is 

complicated or difficult to use. Ad hoc network 

architecture is useful for corporate organizations 

looking to boost profit and productivity in real-time 

business applications.[7] 

Military arena: An ad hoc networking will allow 

the military battleground to maintain an 

information network among the soldiers, vehicles 

and headquarters.[7] 

Provincial level: To disseminate and share 

information among participants (such as 

conferences), ad hoc networks can create an 

instantaneous link across multimedia networks 

utilizing notebook or palmtop PCs.[7] 

Personal area network: A personal area network 

is a limited, short-range network in which nodes are 

typically connected to a specific range.[7] 

Industry sector: A lot of business applications 

employ ad hoc networks. Ad hoc networks can also 

be utilized for disaster relief and other emergency 

situations. The ad hoc network is simple to employ 

in an emergency because to the quick establishment 

of non-existent infrastructure.[7]  

Bluetooth: Bluetooth enables close-quarters 

communication between devices, such a 

smartphone and laptop.[7]  

 

9.Various Architectures 
 

Isolated network: An isolated ad hoc network is 

where every node interacts within the network, 

with no connection to infrastructure-based 

networks like the internet. [1]  

These networks are classified into large-scale and 

small-scale. Large-scale networks can have 

thousands of nodes but face challenges with 

security, cost, and traffic, limiting data 

transmission. [1]  

Small-scale networks are more suitable for 

commercial use in hotspots, smart homes, 

corporate spaces, and private areas. [1] 

                      
 

Integrated Network: In this type smartphone 

integration of ad hoc and wireless networks have 

been discussed.[1] 

(a) Hotspot: Smartphones can securely or openly 

share internet with other devices. User-friendly. [1] 

(b) GPRS: Allows ad-hoc network access to the 

internet anytime, anywhere. [1] 
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10.Conclusion 

According to this position paper, mobile ad hoc 

networks are a perfect technology for building an 

instantaneous communication infrastructure 

without the need for a complex architecture for 

military use. We maintain the opinion that the 

Wireless Ad hoc Networks are a defective design 

for the following technical reasons, as we have 

demonstrated utilizing the three primary technical 

themes of the Wireless Ad hoc Networks: 

Security is the most crucial factor for networks. 

Given that wireless ad hoc networks are used in the 

military, it is much more significant. The security 

issue cannot be adequately resolved by the 

MANET.  

The issue of energy usage remains unresolved 

despite significant efforts.  

Moreover, in recent years the growth of ad hoc 

networks is a recent trend in wireless technology 

and compact computing. Flat shapes that are 

flexible and free to move quickly make up an ad 

hoc network. Ad hoc networks are multi-hop 

networks that transmit data wirelessly without the 

need for a fixed infrastructure. There is no 

requirement for any kind of system because the 

networks may change shape instantly. Ad hoc 

structure is simple to set up and does not require an 

access point, especially in a small or transitory 

network. The packet is forwarded by each network 

node independently, negating the requirement for 

central management. A node serves as a router in 

an ad hoc network, sending and receiving data. The 

system's resilience, adaptability, and mobility are 

advantages. Ad hoc wireless networks have several 

uses because of these factors. Ad hoc networks 

have the ability to analyse the radio propagation 

environment in order to maximize efficiency. This 

usually means that the network node has to be able 

to orient itself and have enough memory to 

remember the local geography.  
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