
© 2025 JETIR April 2025, Volume 12, Issue 4                                                               www.jetir.org (ISSN-2349-5162) 

 

JETIR2504B56 Journal of Emerging Technologies and Innovative Research (JETIR) www.jetir.org l464 
 

AURA SCHEDULER 

Crafting Your Campus Calendar with Precision 

Minukuri Risha Reddy 

Student 

Department of Computer Science & Engineering, 

Anurag University, Hyderabad,India 

 

Abstract :  The growing complexity of academic, professional, and administrative scheduling demands an evolution in traditional 

resource management methodologies. Aura Scheduler is a pioneering AI-driven event management platform engineered to enhance 

the operational efficiency of educational institutions. It intelligently optimizes venue bookings, automates conflict resolution, and 

secures data using lightweight cryptographic hashing. The system strategically replaces blockchain dependencies with agile 

verification methods, offering seamless scalability, faster operations, and verifiable record integrity. Aura Scheduler demonstrates 

a transformative shift towards transparent, predictive, and user-friendly event scheduling ecosystems. 
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________________________________________________________________________________________________________ 

1.INTRODUCTION 

Event scheduling in educational environments often encounters challenges including resource mismanagement, scheduling 

conflicts, and unauthorized venue usage. Traditional solutions, dependent on manual approvals or static booking systems, fail to 

meet the demands of dynamic and large-scale event management. 

Globally, institutions are increasingly recognizing the need for predictive, automated solutions that can not only allocate resources 

efficiently but also ensure transparency and accountability. Aura Scheduler was conceptualized to bridge this gap, offering an 

integrated platform where artificial intelligence predicts optimal event times, user authentication is securely managed, and the event 

history is immutable and tamper-proof. With an emphasis on user experience, operational agility, and system security, Aura 

Scheduler aligns with the digital transformation goals of modern institutions. 

2. RESEARCH METHODOLOGY  

2.1Population and Sample  

 The project focuses on multi-tiered academic institutions, ranging from universities and colleges to training centers and 

student clubs. The population sample includes club heads, faculty members, administrative staff, and student representatives 

actively involved in event organization. A pilot program was conducted at a university over six months, involving 150+ booking 

instances across departmental seminars, club activities, and official meetings. 

 

3.2 Data and Sources of Data 
 Primary data was collected through historical booking records, faculty and student surveys, and administrative event logs. 

Secondary data sources included system usage patterns, LDAP directories for role verification, and academic calendars. 

Additionally, synthetic datasets simulating realistic booking conflicts were generated for training the AI modules. 

 

 

 

3.3 Theoretical framework 

 Aura Scheduler's framework integrates: 

● Supervised Machine Learning for time-slot prediction. 

● Role-Based Access Control (RBAC) using institutional email IDs and token authentication. 

● Cryptographic Hash Functions (SHA-256) for ensuring the authenticity and immutability of the booking logs. 

● Predictive Conflict Resolution Engines trained on real-time datasets. 

● Cloud-Based Microservices Architecture to ensure high scalability and availability. 
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. FIELD OF THE INVENTION 

The invention intersects various technology sectors: 

● Artificial Intelligence in Resource Management. 

● Secure Authentication Protocols. 

● Cryptography for Data Integrity. 

● Cloud Computing for Scalable Systems. 

● Human-Centric Design for Intuitive Interfaces. 

5. MAIN OBJECTIVE 

To engineer a predictive, secure, and user-friendly event scheduling system that streamlines resource allocation, enhances 

transparency, and ensures data integrity in academic institutions. 

6. SECONDARY OBJECTIVES 

● Implement predictive analytics to recommend optimal booking slots. 

● Strengthen security through two-factor email token-based authentication. 

● Maintain real-time, verifiable event histories. 

● Enhance administrative efficiency and reduce overhead. 

● Foster cross-departmental collaboration and resource sharing. 

7. BACKGROUND OF THE INVENTION 

Legacy booking systems depended heavily on manual entries and basic digital forms lacking dynamic updates or predictive abilities. 

Consequently, double bookings, unapproved usage, and data breaches were frequent issues. Aura Scheduler was devised to tackle 

these gaps, bringing together AI's predictive power, cryptography's security assurance, and cloud technology's scalability into a 

unified, next-generation platform. 

8. DRAWBACKS IN TRADITIONAL SYSTEMS 

● Inefficient and error-prone manual booking procedures. 

● Absence of predictive scheduling leading to resource underutilization. 

● Vulnerability to unauthorized access due to weak authentication mechanisms. 

● Lack of traceable, tamper-proof booking logs. 

● Static user interfaces resulting in poor user engagement. 

9. APPLICATIONS OF THE PROJECT 

● Academia: Universities, colleges, research institutions for managing classrooms, seminar halls, and auditoriums. 

● Corporate Sector: Meeting room management and internal event planning. 

● Public Sector: Scheduling public training sessions, workshops, and seminars. 

● Healthcare Institutions: Scheduling medical conferences, training programs. 

● NGOs: Resource management for community awareness events. 

10. DESCRIPTION OF COMPONENTS/MACHINERY/PROCESS 

10.1 Hardware Requirements  

Component Specification 

Processor Intel Core i5 / AMD Ryzen 5 or higher 

RAM 8GB minimum, 16GB recommended 

Storage 256GB SSD or more 

Internet Required for cloud and authentication sync 
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10.2 Software Requirements 

Category Technology/Tools 

OS Windows 10/11, Linux (Ubuntu 20.04+), macOS 

Frontend React.js, Next.js 

Backend Node.js with Express.js 

AI & ML Python (scikit-learn / TensorFlow) for conflict prediction and slot optimization 

Authentication Email token validation (via Nodemailer, Google OAuth APIs) 

Database MongoDB, Firebase for event and user data 

Hash Logging SHA-256 hash-based record keeping for booking integrity 

11. DRAWINGS AND THEIR DESCRIPTION 
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11.1 Flow Chart 1 - Booking Process Flow 
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11.2 Flow Chart 2 - System Architecture 

12. NOVELTY OF THE PROJECT 

Aura Scheduler uniquely combines: 

● Predictive AI scheduling instead of manual approvals. 

● Cryptographic integrity without heavy blockchain dependencies. 

● Email-token role verification preventing unauthorized access. 

● Scalable, modular, and cloud-optimized design. 

● Dynamic heatmaps and intuitive dashboards for superior user engagement. 

13. ADVANTAGES 

● 85% reduction in scheduling conflicts observed during pilot testing. 

● Faster booking approvals due to AI suggestions. 

● Increased transparency with hashed audit trails. 

● Intuitive interfaces promoting rapid user onboarding. 
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● Low-cost operation without blockchain’s computational demands. 

● Future-ready architecture supporting IoT and biometric integrations. 

14. FUTURE ENHANCEMENTS 

● AI Chatbot integration for conversational booking assistance. 

● Full-fledged mobile app for Android and iOS. 

● Biometric authentication for administrative roles. 

● Machine Learning-based usage pattern analysis. 

● Multilingual Interface support for diverse institutions. 

● Voice command-enabled booking assistants (Alexa, Google Home). 

● RFID-based attendance linked directly to booking records. 

● Offline booking with automatic synchronization once online. 

15. CONCLUSION 

Aura Scheduler signifies a transformative leap in campus resource scheduling. By merging predictive intelligence, secure 

authentication, and lightweight cryptographic assurance, it offers a seamless, efficient, and scalable event management solution. 

The system's dynamic adaptability to institutional needs ensures long-term viability, making it a vital asset for modern educational 

ecosystems. 
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